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PREFACE

The concept of digital right owes it origins to the unprecedented 
technological incursion into almost every conceivable human 

endeavours including human rights. Contrary to the impression given in 
some quarters that digital rights are a new sets of rights, they are rather, 
the replication of legal rights on the Internet and on digital platforms. 

In simple terms, digital rights are (human) rights exercised through the 
access and utility of the Internet and digital platforms. Hence, such rights 
which are manifested digitally enable individuals to use computers and 
other digital platforms to exercise all conceivable legal rights that are 
ordinarily enjoyed offline. 

Nigeria caught the bug of digital rights upon her increased migration 
of socio- economic activities on the Internet. Nevertheless, the Nigerian 
judiciary is gradually embracing the reality of digital rights as shown in 
some of the cases reviewed herein. 

The Digital Rights Lawyers Initiative was predominantly founded to 
champion the cause of digital rights in Nigeria, hence, this publication 
showcases all the digital rights cases litigated by DRLI including a few 
ones handled by other organizations. 
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It is important to put it forward here that, this publication is not an 
academic review of digital rights cases nor a scholarly work on the 
concept of digital rights, rather, it is a publication of some court decisions 
on digital rights as it pertains to Nigerians. This publication is however 
best suited for a reference material especially on the Nigerian courts’ 
decisions on digital rights over the years. 

We take full responsibility for all the errors in this publication with a 
promise to improve on them in subsequent editions as the Nigerian 
jurisprudence on digital rights continues to grow. 

Thank you 

Respectfully 

Olumide Babalola 

Co - Founder, DRLI 
School of Law, 
University of Reading 
United Kingdom 
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ABOUT DRLI

Digital Rights Lawyers Initiative (DRLI) is a not-for-profit, 
Non-Governmental Organization committed to protection and 

promotion of digital rights through Litigation, Advocacy, Research 
and Training (LART). DRLI was once a dream conceived by its co-
founders, Olumide Babalola and Solomon Okedara in Paris in 2018 
at the Internet Governance Forum (IGF) and became a legal entity by 
registration with the Corporate Affairs Commission in Nigeria on the 
7th day of January, 2019. In three years, DRLI has earned a frontline 
spot as a digital rights defender through its timely and critical efforts in 
protection and promotion of digital rights. 

Over the last two (2) years, we have worked on Data Protection & 
Privacy, Digital Identity, Online Expressions, Right to Own Digital 
Assets, Access to the Internet, Right to Information among others. We 
have worked in the aforementioned areas by way of litigation, webinars, 
litigation surgeries, internships and trainings. 

While we have made legal representation in over 50 cases in courts 
across Nigeria including Magistrate’s courts, High Courts, Federal 
High Court, Court of Appeal and the Community Court of Justice of 
ECOWAS in individual and strategic cases on subject matters involving 
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Data Protection & Privacy, Digital Identity, Online Expressions, Right 
to Own Digital Assets among others, we have provided below synopsis 
of some of our cases. 

Solomon Okedara, 

Co- Founder, DRLI
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1

INTRODUCTION

The explosion of digital technology has substantially changed 
the way basic rights such as the freedom of expression, access 

to information, ownership of digital assets, right to privacy etc. are 
exercised, protected and violated. While the protection of basic human 
rights is universally recognized and forms part of the corpus juris in 
many countries, the recognition and exercise of those rights in the digital 
space, though an extension of the universal freedom, is a relatively new 
concept in many others, including Nigeria. Technological advancement 
is constant and with it comes the need for regulatory frameworks to 
protect digital rights and the establishment of digital ethics that prevent 
the violation of such rights. Many countries in the world have made 
laws or regulations to preserve digital rights by providing remedies 
and sanctions for the violation of such rights. In many cases, such laws 
recognize specific aspects of digital rights such as the right to privacy 
and data protection. An example is the Data Protection Act, 2018 which 
governs data privacy online in the United Kingdom. The law makes 
extensive provision for the right to maintain an up–to–date data, data 
portability, right of informed consent for use of personal data, data 
erasure and objection to illegal use of data among other rights1

1 www.gov.uk/data–protection.
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Over the ages, attempts to protect digital rights have led to the 
development of case laws such that the rights guaranteed by law have 
crystallized through the cases and allow for ease of reference in similar 
cases in the event of subsequent breach. There is thus a rich body of 
decided cases with respect to the protection of statutorily guaranteed 
rights both locally and internationally. The cases not only elucidate 
existing legislation with respect to data protection and other aspect of 
digital rights but also reinforces the compliance obligation of individuals, 
companies and governments around the world. 2 When compared to 
other jurisdictions, Nigeria lacks a comprehensive statutory provision 
with regards to digital rights. The lack of a comprehensive law on digital 
rights in Nigeria, however, has not prevented spirited attempts by digital 
rights advocates to protect the rights of citizens to enjoy constitutionally 
guaranteed rights to privacy, freedom of expression online, expansion 
of the digital market and related rights. These efforts have culminated 
in the development of case law. For example, the right to enjoy privacy 
online, data mining and control and the obligation of relevant agencies 
of the government to protect users’ data have all been recognized as 
constitutional obligations.

This paper reviews the various judgments of the different strata of courts 
in Nigeria related to digital rights; elucidating on the interpretation 
of constitutional provisions and data protection regulations vis a vis 
digital right. It is hoped that this case review will generate even deeper 
conversation on the state of digital right protection regime in Nigeria 
with a view to making advancements in protecting the digital rights of 
Nigerians, build investor confidence and act in tune with International 
best standards.

2 https://www.echr.coe.int/Documents/Guide_Data_protection_ENG.pdf
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2

ONLINE EXPRESSION

Diana Ele Uloko v. Inspector General of Police3

On the 11th day of October, 2020, the Applicant, Diana Uloko, joined 
thousands of other Nigerian youths to exercise their fundamental rights 
to freedom of expression and association by participating in the “End 
SARS” protest in Abuja. The protests were held nationwide in expression 
of citizens’ grievances against the numerous atrocities committed by the 
Nigerian Police Force against young Nigerians in the country. 

During the protest, the Applicant made use of her Samsung mobile 
phone to record the protest and post pictures of same on social media to 
report the events. Whilst this was on–going, some officers of the Nigerian 
Police Force disrupted the protest and ambushed many protesters. In the 
process, while the Applicant’s sister was apprehended and manhandled 
by the Police, the Applicant took out her phone to broadcast the 
harassment of her sister on social media, but the phone was seized by 
a Police Officer who destroyed her phone by smashing it with a stick. 
The Applicant also was also injured during this incident. Aggrieved by 

3 Suit No. FHC/ABJ/CS/1519/2020. Delivered by the Federal High Court, Abuja Division Per. Hon. 
Justice J.T. Tsoho (Chief Judge) on the 26th day of August, 2021. Clifford Kalu Esq. for the Applicant, 
Respondent unrepresented. 
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the actions of the policemen, the Applicant filed an action against the 
Police claiming an infringement of her freedom of expression.

DECISION

In resolving the dispute submitted to it for determination, the court 
acknowledged that the primary claim before it was for a declaratory 
order, and held, in line with the established jurisprudence of the Supreme 
Court, that it must be established on the strength of the Applicant’s 
case and not on the weakness of the Respondent’s case. The Court 
further observed that this suit was properly commenced via originating 
summons – which is best suited for cases where there is no likelihood 
of controversial facts. 

The Court however found that the Applicant failed to furnish ample 
evidence to establish her claim to the declaratory relief sought in the 
first prayer. 

On the need to lead abundant and credible evidence in support 

of a claim for the enforcement of the constitutionally guaranteed 

fundamental right to freedom of expression:

“For the abundance of caution, it is always good to place 
enough evidence for the court to evaluate even when it 
amounts to surplusage of proof...” (Page 10). 

On the need to link the evidence before the Court to the pleadings 

of parties:

“Moving on, it would seem that the same challenges 
are shared with the images of the bruises. The applicant 
pleaded the picture to show the bruises and injury she 
allegedly sustained following assault by the Respondent’s 
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officers. However, by itself, the image does nothing to 
proof what it was supposed to. There is no indication as 
to when that image was taken.” (page 11)

In the final analysis, the Court held that “the applicant must satisfy the 
court by cogent, credible and convincing evidence that she is entitled 
to the declaratory relief as sought. So, as the applicant by her own 
evidence has failed to prove her claim for declaration, her claim must 
fail.” (page 11). The Court consequently struck out the case. 

COMMENTARY

This case was a golden opportunity for the court to recognize the 
importance of mobile phones and social media as a mode of exercising 
the fundamental right to freedom of expression. The Applicant’s mobile 
phone is her medium of expression, and depriving her access to her 
mobile phone is effectively depriving her access to the enjoyment of her 
constitutionally guaranteed rights to express herself and communicate 
freely with other persons. 

Sadly, the court chose to view this case restrictively from the lenses of a 
standard complaint against police harassment and intimidation. The court 
dismissed the claims on the grounds of insufficiency of evidence to link 
the Respondents to the Applicant’s claims in spite of the Respondent’s 
refusal to contradict the affidavit evidence before the court. The court, 
sadly, did not get around to consider the constitutional implications of 
the case. 



DIGITAL RIGHTS IN NIGERIA: THROUGH THE CASES28

Incorporated Trustees of Digital Right Lawyers Initiative (DRLI) 

v. Commissioner of Police, Delta State4 

DRLI filed this fundamental rights enforcement suit on behalf of one 
Prince Nicholas Makolomi–a journalist who was arrested by officers of 
the Special Anti–Robbery Squad Operatives (SARS) of the Nigerian 
Police Force and transported from Ughelli to State CID Asaba for 
allegedly making a video recording of the SARS operatives leaving 
an injured citizen on the ground and fleeing with his car. It is of note 
that, it was this video footage that sparked the nationwide EndSARS 
protest of 2020.

When Prince Makolomi was arrested and detained indefinitely by 
SARS operatives for exercising his freedom of expression by posting 
the video footage online, DRLI filed an action to enforce his right to 
personal liberty since the Respondent refused to release him or charge 
him before a competent court. 

DECISION 

On the illegality of the arrest and detention of Prince Makolomi:

The court considered the affidavit in support of the originating motion 
filed by the Applicant and the counter–affidavit filed by the Police and 
found that:

“… I am of the view that the subject of the application, 
Prince Nicholas Makolomi, was indeed arrested and 
detained for a period of at least 3 days before he was 
charged to court. I do not believe in the reliability of the 

4 Unreported Judgement of the Federal High Court of Nigeria, Asaba Judicial Division, Coram Hon. 
Justice (Dr.) Nnamdi O. Dimbga, delivered on the 24th day of November 2020 in Suit No. FHC/ASB/
CS/140/2020. I. M. Okobia, Esq. appeared for DRLI while F.N. Odunna, Esq. for the Respondent.
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counter affidavit of the Respondent. Looking at the tenor 
of the counter affidavit of the Respondent, it did not deny 
the fact that Prince Makolomi was arrested on the 5th day 
of October 2020. It merely stated that he was transferred 
to the State CID Asaba for discreet investigation on the 
8t.h October, 2020 without stating the date when he was 
initially arrested, or refuting the claim in the supporting 
affidavit that the arrest occurred on the 5th of October, 
2020… Even if I agree with the Respondent that the 
Applicant was arrested and transferred to Asaba on the 
8th day of October and that he was charged to court 
on the same day that is still a period of 3 days meaning 
that the detention exceeded the period allowed by law.” 
(pages 9 & 10).

On the violation of Prince Makolomi’s right to personal liberty:

“All the materials before me considered, I believe that 
the subject, Prince Nicholas Makolomi’s right to personal 
liberty was indeed violated by the Respondent having 
not charged the subject to court within a period of 1 
day as provided by section 35 of the Constitution since 
there is no contest that a court of competent jurisdiction 
exists within Ughelli from where the subject was initially 
apprehended, nor was he released in the context of an 
administrative bail when it was clear the Respondent 
was not going to be able to charge the subject to court.” 
(pages 10 & 11).

On the law enforcement powers of the Police: 

“I agree that the Respondent in the exercise of their law 
enforcement powers can arrest and detain a suspect, but 
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the suspect must be brought before a court of competent 
jurisdiction within one day where there is such a court 
within a radius of forty kilometres, and in any other case, 
within a period of two days or such longer period as in 
the circumstances may be considered by the court to be 
reasonable. As I held in Suit No FHC/ABJ/CS/1051/2015, 
MR. SUNDAY OGABA OBANDE & ANOR V. 
MR. FATAI & 3 ORS, delivered on 26/01/2016, the 
requirement to release arrested suspects or charge them 
before a competent court promptly as required under 
section 35(4) & (5) of the Constitution, in my view, is only 
a logical expression of the presumption of innocence 
which [enures] to their benefit and guaranteed by section 
36(5) of the Constitution.” (page 11).

On reason for constitutional requirement to charge a suspect to 

court within a limited time:

“Additionally, the courts are the umpires and are far 
removed from the facts of a case. It will be unfair to 
expect the law enforcement agencies which apprehended 
a suspect and are quite biased regarding the circumstances 
of the apprehension, to be the very ones who will 
determine the entitlement or otherwise of the Applicant 
to his liberty. And that is why the Constitution requires 
that the person must not be detained for more than a 
day without being charged to court where a court exist 
within 40 kilometres radius or a period of not more 
than 48 hours where none exists within a radius of 40 
kilometres.” (page 12).

On the whole, the court resolved the lone issue in favour of the Applicant, 
declared the arrest and detention of Prince Makolomi an interference 
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with his fundamental right to personal liberty, and awarded N200,000 
as general damages against the Respondent.

COMMENTARY

This decision joins a long line of decisions for progressive protection 
of the fundamental rights of Nigerian citizens especially the freedom 
of expression online which right Prince Makolomi exercised when 
he posted the video footage on the Internet. Notably, the action was 
commenced by a right group on behalf of Prince Makolomi. This is 
possible and allowed in line with the innovation introduced by the 
Fundamental Rights (Enforcement Procedure) Rules, 2009 (“FREP Rules 
2009”) which allows for human right activists, advocates, or groups as 
well as any non–governmental organization to institute human rights 
action on behalf of any potential applicant5. This would not have been 
possible under the Fundamental Rights (Enforcement Procedure) Rules, 
1979 which the 2009 Rules replaced. 

The journalist was harassed by the security operatives for his dissemination 
of information to the citizens via social media and the Internet, hence, 
the judgment is a welcomed addition to the growing list of authorities 
on the enforcement of digital rights in Nigeria. 

Incorporated Trustees of Media Rights Agenda v. National 

Broadcasting Commission6 

FACTS

During the EndSARS Protest in 2020, some television stations reported 

5 Preamble 3(e) to the FREP Rules 2009.
6 Unreported Judgement of the Federal High Court of Nigeria, Ibadan Judicial Division, Coram Hon. 
Justice J.O. Abdulmalik, delivered on 23.06.2021 in Suit No. FHC/IB/CS/101/2020. Boluwatife Sanya, 
Esq. for the Applicant and Akinkunmi Adekola, Esq. for the Respondent.
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the events as they unfolded nationwide. When the Federal Government, 
through the National Broadcasting Commission fined the stations under 
the Nigeria Broadcasting Code for airing the protests, Media Rights 
Agenda–a civil society devoted to press freedom and sundry matters–
approached the Federal High Court challenging the fine as arbitrary and 
an interference with freedom of expression and the press guaranteed by 
section 39 of the Constitution of the Federal Republic of Nigeria 1999 
(as amended) (“CFRN”) and Article 9 of the African Charter on Human 
and Peoples Rights (Ratification and Enforcement) Act (“ACHPRA”) etc.

DECISION 

On locus standi in an action for enforcement of fundamental 

rights:

“Locus standi as it borders on actions commenced 
under Fundamental Rights (Enforcement Procedure) 
Rules 2009, is no longer an issue sufficient to bar the 
institution of fundamental rights cases. This principle 
was broadened by the Supreme Court in Fawehinmi v. 
Akilu (1987) 4 NWLR (Pt. 67) 797, wherein the Court 
held that:–

“It is the universal concept that all human beings are 
brothers assets to one another”.” Per Eso, J.S.C. (as he 
then was) (page 10).

The Court referenced paragraph 3(e) of the preamble to the Fundamental 
Rights (Enforcement Procedure) Rules 2009 which enjoins courts to 
encourage public interest litigation, and not to strike out any human right 
case for lack of locus standi. The section also provides for categories of 
people that can bring an action on behalf of an applicant to enforce his 
fundamental rights, including any person acting in the public interest. 
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Finally on locus standi, the court held that:

“Without dissipating much energy, I hold that the 
Applicant/Respondent have the locus standi to institute 
this suit against the Respondent/Applicant. Therefore, 
this Court have the necessary jurisdiction to determine 
this suit”.

On fulfilling condition precedent: filing of verifying affidavit 

in fundamental rights cases:

“This observation was also held by the Court in the case 
of Groner & Anor v. EFCC (2014) LPELR–24466(CA), 
as follows:

“In my view, what is important is the Rules is that the 
affidavit in support of the application be made by the 
applicant except he is in custody or unable to wear to 
it. The issue here is why the 2nd Applicant (appellant) 
failed to personally swear to the affidavit. It is immaterial 
whether it is an affidavit simplicita or a verifying affidavit.” 

I therefore discountenance learned counsel Respondent/
Applicant’s contention in this regard because, the records 
show that he Applicant/Respondent filed an eighteen 
paragraphs affidavit in support of his Originating process. 
That suffices in law.” (page 14).

On the competence of the suit

“After due consideration of the Originating process and 
its affidavit in support, I find the facts on which the reliefs 
are sought are speculative and do not yield for sound 
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reasoning, how the fundamental rights of the Applicant 
have been encroached upon.

The pith of the Appellant’s alleged breach of their 
fundamental rights is predicated on speculation. For 
emphasis paragraph 15 of the affidavit reads again–

15. Morisola told me on phone on 29th October 2020 and 
I verily believe her that it must have been the sanction 
and fine imposed on Channels TV by the respondent 
alongside ARISE TV and AIT that made Channels TV 
not to broadcast the video she sent for EYE WITNESS 
REPORT.

Conclusively, I adjudge that case of the Applicant is 
purely academic, devoid of any reasonable cause of 
action, incompetent and if allowed to proceed to hearing, 
it will amount to an abuse and waste of court’s process.” 
(pages 16).

COMMENTARY

The decisions of the court on the issue of locus standi in fundamental rights 
enforcement actions and filing of verifying affidavit are commendable. 
They tow the progressive line, and in alignment with the provisions 
of the Fundamental Right (Enforcement Procedure) Rules 2009 and 
judicial authorities.

However, I tend to respectfully disagree with the decision of the Court 
that the action was purely academic, devoid of any reasonable cause of 
action and incompetent, or at least. This is so because the Court came 
to this conclusion without due consideration of the third limb of the 
basis for application for enforcement of fundamental rights. 
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Section 46(1) of the CFRN provides three criterias for an applicant to 
enforce a fundamental right; (i) where a person alleges that any of the 
provisions of Chapter IV on fundamental rights has been contravened; 
(ii) where a person alleges that any of the provisions of Chapter IV 
is being contravened; and (iii) where a person alleges that any of the 
provisions of Chapter IV is likely to be contravened. The said section 
46(1) of the CFRN provides that “Any person who alleges that any of the 
provisions of this Chapter has been, is being or likely to be contravened 
in any state in relation to him may apply to a High Court in that State 
for redress.” The decision of the Court of Appeal in Mirchandi v. IGP 

& Ors7 explains the three limbs of Section 46(1) of the Constitution. 

In our own case, paragraph 12 of the Applicant’s affidavit complies 
with the third limb of section 46 of the constitution which allows an 
applicant to institute a fundamental rights suit where there is a likelihood 
of infringement while paragraphs 13–15 are based on the first limb of 
the right haven been infringed. 

We are however Sceptical that the Court would have held differently 
even if the Court had considered the third limb of the basis. This is 
so because in Mirchandi v. IGP & Ors (supra), the Court adopted 
the reasoning in Uzoukwu v. Ezeonu (1991) 6 NWLR (Pt. 200) 708 
at 784 where it was held that “Before a plaintiff or applicant invokes 
the third limb, he must be sure that there are enough acts on the part 
of the respondent aimed essentially and unequivocally towards the 
contravention of his rights. A mere speculative conduct on the part of 
the respondent without more, cannot ground an action under the third 
limb.”

However, the Court should still have considered the claim of the 
Applicant based on the third limb, for whatever it was worth. That would 
have provided guidance for the citizens on the quantum of likelihood of 

7 [2021] LPELR–54016 (CA), 11–13, paras C–E.
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injury that will sustain an application brought based on the third limb.

The Registered Trustees of the Socio–Economic Rights and 

Accountability Project (SERAP) v. Federal Republic of Nigeria8

On the 4th day of June 2021, the Federal Government of Nigeria 
announced the indefinite suspension of Twitter in Nigeria. Consequently, 
SERAP, a Non–Governmental Organization registered in the Federal 
Republic of Nigeria, filed a suit before the Community Court of Justice 
(ECOWAS Court) challenging the suspension as an infringement of 
Nigerian citizens’ digital rights especially freedom of expression online.

The Applicant also filed along with the substantive suit, an application for 
interim provisional measures seeking to restrain the federal government 
of Nigeria from intimidating or harassing citizens using the Twitter app 
in spite of the suspension of its activities in Nigeria.

DECISION

On the effect of denial of access to Internet on the right to 

freedom of expression

The Court agreed with the Applicant’s Counsel that the cause of action 
of this matter borders on freedom of expression which is recognized 
by the African Charter on Human and People’s Rights to which the 
Respondent/Applicant is a party when the court ruled that:

“Access to the internet though not a right, in the strict 

8 Application No. ECW/CCJ/APP/23/21 Delivered by the Community Court of Justice of the Economic 
Community of West African States(ECOWAS) Abuja on Tuesday 22nd day of June 2021. Coram: Hon. 
Justice Gberi–Be OUTATTARA–Presiding, Hon. Justice Keikura BANGURA–Judge Rapporteur, Hon. 
Justice Januaria T. Silva Moreira COSTA–Member, Mr. Athanase ATANNON–Deputy Chief Regis-
trar. Mr. Femi Falana, SAN, Oluwadare Kolawole and Opeyemi Owolabi for the Applicant, Memuna 
Lami Shiru (Mrs.). Enock Simon, Abdullahi Abubakar, Suleiman Jubril and Olatayo Afolabi for the 
Respondent.
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sense, serves as a platform in which the rights to freedom 
of expression and freedom to receive information can 
be exercised, “therefore a denial of access to the 

internet or to services provided via the internet, 

as a derivate right, operates as denial of the right to 
freedom of expression and to receive information. This 
was adequately captured by the Court in its previous 
decision as follows:

“Twitter provides a platform for the exercise of the 
right to freedom of expression and freedom to receive 
information, which is fundamental human right and 
any interference with the access, will be viewed as an 
interference with the right to freedom of expression 
and information. By extension such interference will 
amount to a violation of a fundamental human right 
which falls within the competence of this Court pursuant 
to Article 9 (4) of the Supplementary Protocol (A/SP.I/
OI /05) amending the Protocol (A/Pl/7/91) relating to the 
Community Court Of Justice. Evidently, this situates the 
claim before the Court as one bordering on the Violation 
Of human rights which has occurred in a Member State.

“Noting that the Respondent has also argued that its’ 
action is against a particular entity, Twitter and not 
the Applicant, and that the subject matter of the suit is 
therefore not for the enforcement of human rights, the 
Court is inclined to reiterate its competence. Article 
9(4) of the Supplementary Protocol (A/SP. 1/01 /05) 
Amending the Protocol (A.’P I ,’7/91 ) relating to the 
Community Court Of Justice provides “The Court has 
jurisdiction to determine cases of violation Of human 
rights that occur in any Member State. It is trite that a 
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mere allegation of a violation of human rights in the 
territory Of a Member State is sufficient, prima facie, to 
justify the Court’s jurisdiction” (p.11)

COMMENTARY

This decision is a landmarking development to the human right 
jurisprudence in Africa. Most especially the decision of the court 
recognizing that denial of access to the Internet or to services provided 
via the internet, as a derivate right, operates as denial of the right to 
freedom of expression and to receive information. 

This decision is instructive to the extent that, since Twitter as a platform 
is used by the citizens to exercise their right to freedom of expression 
including freedom to receive information, which is a fundamental human 
right, any interference with such access constitutes an interference 
with the right to freedom of expression guaranteed by the Nigerian 
constitution. 

Rachel Ochanya Uloko v. Inspector General of Police9

FACTS

On the 11th October, 2020, the Applicant joined thousands of other 
Nigerian youths to exercise their fundamental rights to freedom of 
expression and association by participating in the “End SARS” Protest 
in Abuja, as a mode peacefully airing their grievances against the 
numerous atrocities committed by the Nigerian Police Force against 
young Nigerians over the country. During the protest, the Applicant 
made use of her Samsung Phone to take photographs and record the 
peaceful protest. Whilst this was on–going, some officers of the Nigerian 

9 Suit No. FHC/ABJ/CS/1520/2020. Delivered by the Federal High Court, Abuja Division Per. Hon. 
Justice J.T. Tsoho (Chief Judge) on the 26th day of August, 2021. Clifford Kalu Esq. for the Applicant, 
Respondent unrepresented. 
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Police Force (Respondent) disrupted the protest and ambushed the 
protesters. The Applicant was apprehended, harassed and assaulted 
by the Police. 

Aggrieved by the actions of the Policemen, the Applicant instituted 
this action against the Police vide an Originating Summons for the 
enforcement of her fundamental rights to freedom of expression and 
the press and claiming the sum of N10,000,000.00 (Ten Million Naira) 
in damages. 

The Applicant submitted two questions for determination by the Court 
viz:

a.	 Whether or not by the interpretation and construction of Section 
39 and 46 of the Constitution of the Federal Republic of Nigeria 
1999 (as amended) and Order 2 Rule 1 of the Fundamental 
Rights (Enforcement Procedure) Rules 2009, the Respondent’s 
officers harassment, intimidation, threatening and assault of 
the Applicant and further damage of the Applicant’s mobile 
phone during the End SARS Protest in Abuja interfered with 
the Applicant’s right to freedom of expression? 

b.	 Whether or not the Applicant is entitled to damages sought? 

The Respondent did not appear in Court or file any process despite 
service of numerous hearing notices on him. Clifford Kalu Esq. argued 
the motion on behalf of the Applicant on the hearing date.

DECISION

In resolving the issue placed before it for determination, the court 
admitted that the primary claim before it was for a declaratory order, and 
held, in line with the established jurisprudence of the Supreme Court, 
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that it must be established on the strength of the Applicant’s case and 
not the weakness of the Respondent’s case. The Court further observed 
that this suit was properly commenced via originating summons–which 
is best suited for cases where there is no likelihood for dispute of facts. 

The Court however found that the Applicant failed to furnish ample 
evidence to establish her claim to the declaratory relief sought in the 
first prayer. 

On the need to lead abundant and credible evidence in support 

of a claim for the enforcement of the constitutionally guaranteed 

fundamental right to freedom of expression:

“For the abundance of caution, it is always good to place 
enough evidence for the court to evaluate even when it 
amounts to surplusage of proof...” 

On the need to link the evidence before the Court to the pleadings 

of parties:

“Moving on, it would seem that the same challenges 
are shared with the images of the bruises. The applicant 
pleaded the picture to show the bruises and injury she 
allegedly sustained following assault by the Respondent’s 
officers. However, by itself, the image does nothing to 
proof what it was supposed to. There is no indication as 
to when that image was taken.” 

In the final analysis, the Court held that “the applicant must satisfy the 
court by cogent, credible and convincing evidence that she is entitled to 
the declaratory relief as sought. So, as the applicant by her own evidence 
has failed to prove her claim for declaration, her claim must fail.” 
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The Court consequently struck out the case. 

COMMENTARY

This case was a golden opportunity for the courts to recognize the 
importance of mobile phones as a mode of exercising the fundamental 
right to freedom of expression. The Applicant’s mobile phone was her 
medium of expression, and depriving her access to her mobile phone is 
effectively depriving her access to the enjoyment of her constitutionally 
guaranteed rights to express herself and communicate freely with other 
persons. 

Sadly, the court chose to view this case restrictively from the lenses of 
a standard complaint against police harassment and intimidation. The 
court dismissed the claims on the grounds of insufficiency of evidence to 
link the Respondent’s to the Applicant’s claims. It did not get around to 
consider the constitutional implications of the case. One can only hope 
that a more meticulous applicant seeking to enforce similar rights would 
overcome the evidentiary hurdles highlighted by the court in this case.
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DIGITAL ASSETS

GOVERNOR OF CENTRAL BANK OF NIGERIA v RISE VEST 

TECHNOLOGIES LIMITED & ORS.10

FACTS

In 2021, the Central Bank of Nigeria approached the Federal High 
Court and obtained an interim order freezing the bank accounts of 
Rise Vest Technologies Limited and other companies for dealing in 
cryptocurrency et al. Upon receiving service of the order, the affected 
companies filed a Motion on Notice asking the court to set aside and/
or discharge the interim freezing order on a number of grounds.

After hearing the parties, the court discharged the interim order.

DECISION

On the legality of dealing on Cryptocurrencies

10 Suit No. FHC/ABJ/CS/822/2021. Delivered by the Federal High Court, Abuja Division Per. Hon. 
Justice Taiwo O. Taiwo on the 18th day of October, 2021. Odiba Anthony, Esq appeared for the Central 
Bank of Nigeria while Seni Adio, SAN and Matthew Onoja appeared for the Defendant/Applicant
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“With due respect to the learned counsel to the 
Respondent, there is no reference by the learned counsel 
to any law on which the allegation is based or that it is 
illegal in Nigeria to deal in cryptocurrency as at now…
It must be noted however that the court cannot base its 
decision mainly on public policy.” (p. 9–10)

COMMENTARY

The facts of this case go to prove once again the extent of abuse of powers 
by government agencies–in this case the Central Bank of Nigeria. There 
is absolutely no provisions in the BOFIA Act or any other existing law 
that empowers the Central Bank of Nigeria or any other government 
agency (ies) to sanction dealings with cryptocurrencies. 

I agree with the reasoning of the court in setting aside the interim freezing 
orders of 17th August 2021 because laws are meant to be obeyed. It 
remains a trite principle of law that the courts will not countenance 
any alleged infraction of the law where such an act is not frowned at 
by a written law. Unless and until the National Assembly passes a law 
declaring dealings on cryptocurrencies as illegal, the position remains 
that transactions on cryptocurrencies are legal and should be respected.
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PRIVACY AND DATA PROTECTION

Digital Rights Lawyers Initiative v National Identity Management 

Commission11 

FACTS

In 2020, the 2nd Appellant–a Nigerian Citizen approached the National 
Identity Management Commission (NIMC) for the rectification of his 
date of birth on his National Identification Number (NIN) slip. To grant 
the 2nd Appellant’s request, NIMC demanded the sum of N15, 000 
(Fifteen thousand Naira) as provided by its policy on management of 
citizens’ identity.

The Appellants consequently approached the Federal High Court 
sitting in Abeokuta, Ogun State challenging the demand for money as 
violating right to privacy guaranteed by section 37 of the Constitution 
of the Federal Republic of Nigeria, 1999.

11 (2021) LPELR–55623 (CA). Delivered by the Court of Appeal, Ibadan on Friday 24th day of 
September 2021. Coram: Ugochukwu Anthony Ogakwu, Folashade Ayodeji Ojo and Abba Bello 
Mohammed, JJCA. Solomon Okedara and Olumide Babalola for the Appellant, Dotun Isola–Osobu for 
the Respondent.
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At the trial court, the Appellants invited the court to resolve the following 
questions: 

1.	 Whether or not by constitution of section 37 of the constitution 
of the Federal Republic, 1999 (as amended), the Respondent’s 
act of demanding for payment for rectification/correction of 
personal data is likely to interfere with the Applicant’s right to 
private and family life?

2.	 Whether or not by the provisions of article 3.1(1)(7)(h) of the 
Nigeria Data Protection Regulation, 2019 (NDPR), the Applicant 
can request for rectification/correction of personal data from the 
Respondent free of charge?

When the trial court upheld NIMC’s objection to its jurisdiction, the 
Appellants appealed to the Court of Appeal sitting in Ibadan, Oyo State. 
Olumide Babalola settled the Appellants’ brief of argument, but the 
appeal was argued by Solomon Okedara–both co–founders of DRLI.

DECISION 

Although the court dismissed the appeal, the judgment made some far–
reaching resolutions of issues bordering on privacy and data protection 
in Nigeria as follows:

On the relationship between privacy and data protection:

“But the meaning and scope of ‘privacy of citizens’ 
as guaranteed by the section has not received clear 
definition/interpretation in the constitution. The trial court 
had, in my view, rightly held that the right to ‘privacy 
of citizens’ as guaranteed under the section includes the 
right to protection of personal information and personal 
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data.’ (page 19)

On the objective of the Nigerian Data Protection Regulation 

(NDPR):

“As rightly observed in paragraph 26 of the Appellant’s 
brief of argument, the preamble of the NDPR 2019 
indicates that the NDPR was made as a result of concerns 
and contribution of stakeholders on the issue of privacy 
and protection of personal data.” (page 21)

On nexus between NDPR and right to privacy under the 

constitution: 

“On the relationship between the NDPR 2019 and section 
37 of the CFRN 1999, it is pertinent for me to state 
that the CFRN 1999 makes provision in chapter IV 
guaranteeing the various fundamental rights of citizens. 
But as I stated earlier, the nature and scope of those rights 
and even their limitations are in most instances, furthered 
by other statutes, regulations or other legal instruments. 
It is in this instance that the NDPR must be construed 
as providing one of such legal instruments that protects 
or safeguards the right to privacy of citizens as it relates 
to the protection of their personal information or data 
which the trial court had rightly adjudged at page 89 of 
the record to be part of the right to privacy guaranteed 
by section 37 of the CFRN.” (page 22)

On whether of data breach can bring joint application for 

enforcement of fundamental rights:

“As rightly printed out by learned Counsel for the 
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Appellants, the decisions in Udo v Robson (supra) and 
Kporharor v Yedi (supra) which based its decision on 
the 1979 FRER Rules, this case which is clearly bought 
under the FRER Rules 2009 is distinguishable.

The decision of this Court in Kporharor’s case (supra) is the current 
decision of this Court. By the doctrine of stare decisis I am bound by 
the earlier decision of this Court. I cannot deviate from it.

As rightly pointed out by the learned Counsel for the Appellants, the 
decision in Udo v Robinson (supra), relied on the earlier decision of 
this Court in Kporharor v Yedi (supra), which based its decision on the 
1979 FREP Rules, this case, which is clearly brought under the FREP 
Rules, 2009, is distinguishable.

There is no doubt that in section 46(1) of the 1999 Constitution which 
grants right of action in fundamental rights enforcement it used the 
singular language. The section used the words “Any person who 
alleges...” However, it is trite law of interpretation of statutes that words 
in the singular which are used in a statute are interpreted to include the 
plural and words in the plural to include the singular. …

From the above provisions of the 2009 FREP Rules and the Supreme 
Court decision on interpretation of statutes in Udeh v The State (supra), 
it is expressly clear that it is not only individuals that can institute an 
action for enforcement of fundamental rights. As rightly contended by 
the learned Counsel for the Appellants, the approach of the courts has 
generally been to give vent to the intendment of the Fundamental Rights 
(Enforcement Procedure) Rules, 2009, to the effect that several parties 
may institute fundamental rights proceedings provided the basis of the 
complaint arose from the same cause of action.

This position has been given vent by the recent decision of this Court 
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in the case of Olumide Babalola v AGF (2018) LPELR–43808 (CA) 
… It must also be pointed out that whilst the decision of this court in 
Kporharor’s Case (Supra) Which Was Followed In Udo v Robson 
(Supra) were Essentially Based on the 1979 FREP Rules, The Decision 
In Olumide Babalola V Agf & Anor (supra), was based on the 2009 
FREP Rules, which is the extant applicable procedure for enforcement 
of fundamental rights actions.

Beyond this court, the Supreme Court had tacitly in its recent decisions 
countenanced joint applications in fundamental rights cases. In Diamond 
Bank Plc v Opara & 2 Ors (2018) LPELR–43907(SC), which is an appeal 
an appeal arising from a fundamental rights joint application initiated at 
the Federal High Court, Port Harcourt, the Supreme Court upheld the 
judgment of this court which granted the prayer of the Applicants. Also 
in FBN PLC & 4 ORS V AG Federation (2018) 7 NWLR (Pt. 1617) 121, 
the Apex Court upheld the judgment of this Court in joint application 
by 5 applicants for enforcement of fundamental rights and even awarded 
compensation to the 5th Applicant which this Court omitted to award.

It is instructive to state that those decisions of the Apex Court have 
invariably reinforced the preamble of the FREP Rules, 2009 which 
allows for joint fundamental rights applications, as well as the provisions 
of Section 14 of the Interpretation Act which requires that in the 
interpretation of Section 46(1) of the 1999 Constitution, the singular 
word “any person” should be construed to include “persons”

I need to add that no set of cases foster public confidence in the 
judiciary as an adjudicatory system of redress, than fundamental rights 
cases. This is primarily because most human rights enforcement cases 
are complaints by seemingly “weak” individual members of the public 
against apparently “powerful” state actors. For this reason, a narrow 
interpretation of Section 46 of the 1999 Constitution and the FREP 
Rules, 2009 that springs which restricts access in fundamental rights 
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proceedings to only individuals will unduly retard the objective of 
ensuring the promotion and due observance by all, of the fundamental 
human rights so constitutionally guaranteed.” (Page 34 to 40)

COMMENTARY

This decision represents a watershed in the history of data protection 
in Nigeria. Although the court dismissed the appeal, its resolution of 
the relationship between data protection and right to privacy is very 
instructive and valuable for litigating data protection in the Nigerian 
courts.

The judgment also represents the first appellate court decision on 
the nature and objectives of the Nigeria Data Protection Regulation 
(NDPR) as a (subsidiary) legislation that complements the right to 
privacy guaranteed in the Nigerian Constitution. However, the court’s 
conclusion that a suit that borders on the exercise of data subject’s right 
to rectification of personal data has nothing to do with right to privacy 
leaves so much to be desired especially having established the link 
between the concept of data protection and notion of privacy.

The court started on a good wicket when it identified the relationship 
and interoperability between the NDPR and right to privacy (see page 
22) but later in the judgment altered its position when it agreed with 
the trial court that rectification of date of birth has nothing to do with 
right to privacy (page 28). This position disturbingly negates the Court 
of Appeal’s finding that the provisions of the NDPR fall under the right 
to privacy under the Constitution. 

As celebrated as this decision appears, it seems to have taken with 
another hand, what it gives with one hand. If the court can hold that 
a suit bordering on data subject’s right to rectification of personal data 
has nothing to do with right to privacy, then one can only hope that 
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this decision does not constitute a readymade shield to subsequent 
suits seeking to enforce other data subject’s rights in court under the 
fundamental rights enforcement procedure.

Incorporated Trustee of Digital Rights Lawyers Initiative (DRLI) 

v Central Bank of Nigeria (CBN)12

FACTS

On the 6th day of August 2020, a commercial bank (First Bank of 
Nigerian Plc.) hosted a virtual Financial Technology Summit themed 
“How Blockchain and Artificial Intelligence will Disrupt Fintech in 
Nigeria”. During the summit Central Bank’s Director for payment system 
management, Mr Musa Jimoh announced that “the Central Bank of 
Nigeria (Respondent herein) has directed commercial banks to share 
their customers’ data with financial technology (Fintech) companies.

DRLI consequently approached the court challenging the directive as 
a likely interference with customers’ right to privacy guaranteed under 
the Section 37 of the Constitution of the Federal Republic of Nigeria 
and relevant provisions of the Nigeria Data Protection Regulation. 

The Respondent raised a preliminary objection on the following grounds:

1.	 By the provision of section 53 (1) of the Banks and other 
Financial Institution Act, Section 52 of the Central Bank of 
Nigeria (Establishment) Act, 2007, the suit cannot be maintained 
against the Respondent.

2.	 By the provision of article 2.2 (e) of the Nigeria Data Protection 
Regulation 2019 and section 33 (1) (a) of Central Bank of Nigeria 

12 Unreported Suit No. FHC/AB/CS/76/2020, Delivered by Hon Justice J. O. Abdulmalik of the Federal 
High Court, Abeokuta on 25th November, 2021. A. S. Shuaib Esq for Applicant and Olalekan Ashas for 
Respondent.



DIGITAL RIGHTS IN NIGERIA: THROUGH THE CASES52

(Establishment) Act 2007, the suit did not discloses a reasonable 
cause of action.

After hearing the parties, the court however upheld the preliminary 
objection and dismissed the substantive suit.

DECISION

Notwithstanding the dismissal of the substantive application, the judgment 
of the court made some pronouncements on right to privacy and data 
protection in Nigeria as follows:

On the core objectives of the FREP rules;

“Firstly, it must be stated that core objectives of the FREP 
Rules 2009 are stipulated in preamble 3 (c) to wit:–

“(c) For the purpose of advancing byt never for the purpose of 

restricting the Applicant’s rights and freedoms, the may make 

consequential orders as may be just and expedient.”

As such, the above objective is aimed at enhancing 
access to justice for all persons who desire to enforce 
their fundamental rights…” (page 16)

On whether status of limitation affects an application for 

enforcement of fundamental right;

“…it is no wonder the provision of Order 3 Rule 1 of the 
FREP Rules 2009. It provides;

“An application for enforcement of Fundamental Right shall not 

be affected by any limitation statute whatsoever.”
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See El Rufai V Senate of The National Assembly & Ors 
(2014) LPELR–23115 (CA)... flowing from the above 
position of the law, I find that, no limitation clause can 
frustrate a case of the fundamental rights enforcement 
suit of any party.” Pages 16–17

On whether the Respondent can make validly directive to 

commercial banks to share data to third party without consent 

of data subject;

“I find that a community reading of Regulation 2.2 (e) of 
Nigeria Data Protection Regulation 2019 and Section 2 (d) 
of the C.B.N. Act 2007 avails the Respondent/Applicant’s 
directive, unless and until the Applicant/Respondent 
shows the contrary, which he has not done, due to his 
failure to expose that Respondent/Applicant’s directive 
was not done in good faith, I hereby discountenance 
Applicant/ Respondent’s issues one and two.” Pages 
18–19.

On the Power of C.B.N. to share information;

“…I hold simpliciter, that Section 33 (1) (a) of the C.B.N. 
Act 2007, would mean “all Information” received by 
Respondent/Applicant could be used in the interest of 
the society, and same provision is apposite to this suit. 
See Chief Obafemi Awolowo v. Alhaji Shehu Shagari 
and 2 Ors (1979) All NLR 120.” Page 20.

On what applicant must show to prove interference with data 

subject’s rights;

“More so, the deponent left in abeyance how the 
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Respondent/Applicant’s directive will interfere with 
his right to privacy guaranteed under the Nigeria Data 
Protection Regulation and section 37 of the Constitution. 
No doubt, this is a salient fact which ought to have be 
particularized. The case of Peak Merchant Bank Limited 
v. C.B.N. & Ors (2017) LPELR 42324 (CA) captures the 
importance of stating the facts of bad faith as follows;

“the elements and/or particulars that constituted the bad 
faith is not alleged clearly or definitely (positively) in the 
statement of claim.” 

It was held by the Apex court in the case of N.D.I.C. 
V. C.B.N (supra) in pages 297 that “… in order that the 
court may have jurisdiction to entertain the type of action 
now in question, the Plaintiff/Respondent has to show or 
alleged bad faith in the way the revocation was done and 
indicate the elements that constitute bad faith… unless 
bad faith is positively alleged by way of its elements… 
an allegation without its elements cannot be regarded 
as positive.”” Page 24–25.

COMMENTARY

Although the suit was dismissed, the few pronouncements on data 
protection gives some form of encouragement that our courts are now 
giving due cognizance to the concept of data protection as covered 
by the notion of privacy under section 37 of the 1999 Constitution of 
the Federal Republic of Nigeria (As Amended). This can be seen as 
expressed by the court in the case in view when it held thus; “More so, 
the deponent left in abeyance how the Respondent/Applicant’s directive 
will interfere with his right to privacy guaranteed under the Nigeria 
Data Protection Regulation and Section 37 of the Constitution.” (see 
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page 24 of the judgment)

Also, with due respect to the learned Judge of the Federal High Court, I 
beg to differ with the court when it held that: “I find most conscientiously 
that there is no way the existence of a reasonable cause of action can be 
evaluated and determined without the consideration of whether there 
exist bad faith. Therefore, the onus is on Applicant/Respondent to depict 
the evidence of “bad faith” occasioned by the directive given by the 
Respondent/Applicant, is deeply submerged with the determination of 
whether a reasonable cause of action have been established…”. 

It is my respectful submission here that, for a cause of action to be 
established under the FREP Rules 2009, Order II Rule 1 provides that 
“Any person who alleges that any of the Fundamental Right provided 
for in the Constitution or African Charter on Human and Peoples Rights 
(Ratification and Enforcement) Act and to which he is entitled has 

been, is being, or is likely to be infringed, may apply to the Court 
in the where the infringement occurs or is likely to occur, for redress…” 

Since the Court of Appeal has ruled in another case that data protection 
and privacy as a fundamental right, then once fundamental rights are 
likely to be infringed and as such, it is expected that steps be taken to 
prevent the occurrence of the infringement, then a victim can approach 
the court for redress irrespective of whether or not the infringer has 
bad faith/intentions. However, where it affects public interest as in the 
case in view, the court should guide itself by balancing the effect of the 
likely harm against the proposed gains of ‘not preventing’ it. Proof of 
bad faith should not be a precondition in fundamental right cases, as 
such violates the intendment of the Constitution in protecting the right 
of its citizens which stands above all other rights. With respect to the 
court, the cases cited in support of the decision are not fundamental 
right cases and should not be applied as such. 
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Incorporated Trustees of Digital Right Lawyers Initiative v. L.T. 

Solutions & Multimedia Limited13 

FACTS

On the 2nd day of May 2020, LT Solutions Multimedia Limited, through 
its Twitter handle tweeted that: “over 200 million fresh Nigerian and 
international emails lists, sorted by age, state, LGA, city, industry etc send 
a dm or call 08139745545 to get yours”. The privacy policy published 
on the company’s website showed that the Respondent collects personal 
data of citizens but it did not explain how data subject’s consent were 
sought and obtained among other deficiencies.

At the High Court of Ogun State, DRLI filed an action claiming among 
other things that: data protection is guaranteed under the right to privacy 
in section 37 of the CFRN and the Respondent’s processing of data of 
over 200 million Nigerians without legal basis violates the provisions of 
the NDPR and likely to interfere with their right to privacy. 

DECISION 

The Applicant submitted four (4) issues for the determination, but the 
court re–couched the issues into three (3) and decided the matter on 
the basis of those issues.

On whether the right to privacy extends to protection of personal 

data:

The court referred to Nwali v. Ebonyi State Independent Electoral 

Commission & Ors14 for the proposition that the court has no power 

13 Unreported Judgement of the High Court of Ogun State, Abeokuta Judicial Division, Coram Hon. 
Justice O. Ogunfowora, delivered on the 9th day of November 2020 in Suit No. HCT/262/2020. Olu-
mide Babalola appeared for DRLI, but the Respondent was unrepresented.
14 [2014] LPELR–23682
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to restrict the phrase “privacy of citizens” to specific situations but must 
interpret it generally, liberally, and expansively. The court also referred to 
some sector–specific regulations in relation to data protection to establish 
that the regulations made pursuant to section 37 of the CFRN show that 
the provisions are to be interpreted expansively and liberally to ensure 
the privacy of citizens. The court then reproduced the preamble to the 
NDPR and its objectives and found that:

“In the light of the above, I thus also have no hesitation in 
holding that the right to privacy extends to protection of 
a citizen’s personal data such [has] been alleged that the 
Respondent has violated or is threatening to violate as I 
now go on consider whether the Respondent has indeed 
violated the Applicant’s right to privacy or threatens to 
violate it.” (page 7).

On whether the Respondent failed to comply with the provision 

of the NDPR:

The court relied on Article 2.5 of the NDPR in resolving this issue. The 
said Article 2.5 provides thus: 

“Notwithstanding anything contrary in this Regulation 
or any instrument for the time being in force, any 
medium through which personal data is being collected 
or processes shall display a simple and conspicuous 
privacy policy that the class of data subject being targeted 
can understand. The privacy policy shall in addition to 
any other relevant information contain the following 
…” (page 7).

In deciding whether the Respondent complied with the above provision 
of the NDPR, the court referred to depositions in the affidavit in support 
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of the Applicant’s originating motion to the effect that the Respondent 
was processing the private data of citizens without legal basis and without 
compliance with the NDPR. The court held that “Since no counter 
affidavit or any other processes have been filed by the Respondents, 
it means that the Applicant only needs minimal proof of the facts in 
respect of the reliefs claimed in this suit.” 

The court held further thus:

“Firstly, I agree with the Applicant that the Respondent 
qualifies as a data controller under section 1.3(g) of the 
NDPR Regulations, as members of the Applicant will 
also qualify as data subject under section 1.3(k) of the 
Regulations. I have also painstakingly gone through the 
facts in support of this Relief, as contained in the above–
mentioned paragraphs and Exhibits 2 and 3, and I am 
also constrained to agree with the Applicants that the 
Respondent as a Data Controller has failed to comply 
with the Regulations by its failure to publish a privacy 
policy as provided under section 2.5 of the Regulations 
showing the requisite information requested therein.” 
(page 9).

On whether the Respondent violated the right of the Applicant: 

“I am however unable to agree with the Applicant 
that this infraction of the Regulations by simply failing 
to publish a privacy policy impinges on the privacy 
rights of the members of the Applicant without a clear 
and unambiguous deposition that the Respondent as 
a Data Controller failed to obtain the consent of data 
subject (such as any of the Applicant’s members) in 
contravention of the provisions of Section 2.3 of the 
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Regulations relating to the procuring of consent which 
is reproduced hereunder as follows:

Section 2.3 Procuring Consent

No data shall be obtainable except the specific purpose 
of collection is made known to the Data Subject.

Data Controller is under obligation to ensure that consent 
of a Data Subject has been obtained without fraud, 
coercion or undue influence, according …

The point I am struggling to make is that, notwithstanding 
the fact that I have found that the Respondent failed to 
comply with the law by publishing its privacy policy, 
the nature of these proceedings not being criminal or 
quasi criminal in nature, but one for the determination 
of whether the right of privacy guaranteed under section 
37 of the Constitution has been infringed or is likely to 
be infringed it behoves the deponent to the Applicant’s 
affidavit in support to further show clearly how this failure 
to publish its privacy policy infringed this right to privacy 
as this failure simpliciter does not show an infringement 
of the right to privacy without an unambiguous deposition 
that any data subject’s information has been processed 
without his (or her) consent. I am thus unable to find 
that the right to privacy of the Applicant’s members have 
been infringed or is likely to be infringed.”



DIGITAL RIGHTS IN NIGERIA: THROUGH THE CASES60

On whether the court would order the Respondent to comply 

with the provisions of the NDPR or find the Respondent liable 

to pay a fine: 

“…my earlier position that this is not a criminal or quasi 
criminal nature robs this Court of the jurisdiction to 
determine these issues, and perhaps more importantly, 
this Court as a State High Court will lack the jurisdiction 
to determine these issues having regard to the fact that 
these Regulations are made by a body established by an 
Act of the National Assembly i.e. a Federal legislation 
and not under a State Law as it is trite that unless a 
Federal Act permits a State High Court to determine the 
infractions under these Regulations such as are applicable 
by statutory provisions for trials under the Robbery 
and Firearms Act for trials of Armed Robbery cases, or 
maters prosecuted under the Economic and Financial 
Crimes (EFCC) Act and Independent Corrupt Practices 
Commission (ICPC) Act. It is the Federal High Court 
that will thus have jurisdiction to determine this issue and 
I believe more appropriately upon the filing of criminal 
charges by the relevant government Agency, presumably 
the NITDA against transgressors of the Regulations 
which must necessarily arise after the arraignment of 
such transgressor including plea taking.

The Reliefs related to these issues are thus liable to be 
struck out.” 

In all, relief 1 was granted, reliefs 2, 3, and 4 were dismissed, while 
reliefs 5 and 6 were struck out.
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COMMENTARY

This is the first decision of a court in Nigeria to hold that the rights of 
data subjects under the NDPR are part of the right to privacy and family 
life under section 37 of the CFRN. Shortly after this decision, the Federal 
High Court took a contrary view in Incorporated Trustees of Laws 
and Rights Awareness Initiative v. The National Identity Management 
Commission (ITLRAI v. NIMC)15 that a breach of the rights of a data 
subject under the NDPR is not necessarily a breach right to private 
and family life under section 37 of the CFRN. Hence, an action for the 
interpretation of the provisions of the NDPR cannot be brought under 
the FREP Rules. 

However, the conflicting positions in this judgment and the decision in 
ITLRAI v. NICM have now been settled by the decision of the Court 
of Appeal in Incorporated Trustees of Digital Rights Lawyers Initiative 
& Ors v. National Identity Management Commission16, wherein the 
Court of Appeal held that personal data protection as provided in the 
NDPR generally falls under the fundamental right to privacy guaranteed 
in section 37 of the CFRN. This remains the law until an appeal from 
the decision or any other decision to the Supreme Court is decided 
against the position of the Court of Appeal. 

It is our view that the court took into consideration wrong factors in 
holding that it lacks jurisdiction to order the Respondent to comply with 
the NDPR or be fined. One would have thought that the finding of the 
court that the rights to privacy under the CFRN extends to the rights 
of data subjects under the NDPR, implies that an action for breach of 
such would be cognizable under the FREP Rules 2009 which defines 
“court” as the Federal High Court, High Court of a State or High Court 
of the Federal Capital Territory, Abuja17. 

15 Suit No. FHC/CS/79/2020 (unreported).
16 [2021] LPELR–55623(CA).
17 Order I Rule 2 of the FREP Rules 2009.
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It our respectful view that a controller’s liability for failure to fulfill its 
duty to clearly publicize its privacy policy is different from its duty to 
obtain consent of data subjects under the NDPR and same ought not 
be fused or confused as done in this judgment. Under the NDPR, the 
requirement to procure consent for processing of personal data18 is 
different from the requirement to publicize clear privacy policy.19 

Even with or without obtaining consent, a breach of the requirement 
to publicize privacy policy alone, in our respectful view, makes the 
Respondent liable to fine and even criminal prosecution in addition to 
the fine as the NDPR provides. Article 2.10 of the NDPR provides for 
the penalty of fine in addition to other criminal liability. This again is a 
point the court missed as the court made it seem that criminal charges 
must be pressed before a person in breach of the provisions of the 
NDPR is fined. It is our respectful view that, fine in this circumstance is 
an administrative punishment as obtainable in other jurisdictions rather 
than a criminal sanction.

The holding of the court that the deponent of the affidavit in support 
of the originating summons ought to have deposed to facts that the 
Respondent did not obtain the consent of Applicant’s members before 
processing their data, with respect, lost sight of the earlier finding of 
the court that the rights of data subject under the NDPR are part of the 
right to privacy in section 37 of the CFRN. 

That pronouncement of the court did more than a mere christening 
of the rights under the NDPR, it exalted those rights to the prestigious 
status of fundamental rights guaranteed by the CFRN, and in enforcing 
fundamental rights, a citizen does not have to wait until the rights are 
actually violated, a citizen could sue once he alleges that any of his 
rights has been, is being or likely to be contravened20.

18 Article 2.3 of the NDPR.
19 Article 2.5 of the NDPR.
20 Section 46(1) of the CFRN.
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Finally, this decision and the decision of the Court of Appeal in 
Incorporated Trustees of Digital Rights Lawyers Initiative & Ors v. National 

Identity Management Commission put Nigeria on the right track by adopting 
a human right–based approach to data protection which is now a 
global trend in data protection. At the global stage, the discourse has 
progressed past data protection being a part of privacy, to constructing 
an entirely new fundamental right known as the fundamental right to 
data protection, distinct and independent of the right to privacy. 

Incorporated Trustees of Digital Rights Lawyers Initiative v. 

Minister Of Industry, Trade And Investment & 2 Ors.21 

FACTS

In 2020, the Federal Government of Nigeria through the Ministry of 
Industry, Trade and Investment, set up a Micro Small and Medium 
Enterprise (MSME) Survival Fund. Applications for the grant were 
made through an online portal hosted as https//www.survivalfund.gov.
ng through which personal data (including Bank Verification Number 
(BVN) and other sensitive data of Nigeria citizens that applied for the 
said federal government funds were processed.

In September 2020, some members of DRLI sought to apply for the 
Survival Fund online and discovered that the 1st Respondent did not 
comply with the NDPR as they failed to publish a privacy policy or 
notice on the portal hosted online. Also, the Ministry neither appointed 
a data protection officer (DPO) nor developed any security measures 
to protect data, store data securely in the said online application portal. 
DRLI consequently approached the court on behalf of its members, 
claiming that the Respondent has violated the provisions of the NDPR 

21 Unreported Case Suit No. FHC/AWK/CS/116/2020, Delivered by the Federal High Court, Awka 
Judicial Division on Tuesday 2nd day of November 2021. Coram: Justice N. O. Dimgba,. Izuckuwu 
Umeji, Esq., for the Applicant, Oluwafemi Kolusade for the Respondent.
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and interfered with the right to privacy of its members.

DECISION 

In granting all the reliefs sought by DRLI, the court held as follows:

On who is a Data Controller

“I have carefully examined the NDPR particularly 
Regulations I.l(a),2.1(d), 2.1(3), 2.3(b), 2.5, 2.6, and 3.1(7) 
outlined above and spelling out the obligations of data 
controllers and duties of data subject, as well as exhibits 
3–6 which is an electronic document generated from 
the Applicant’s computer on the MSME Survival Fund 
application portal of the 1st Respondent. First, I quite 
agree with Applicant that indeed the 1st Respondent is 
a data controller by virtue of Regulation 1.3(x) NDPR 
which defines a data controller as “a person who either 
alone, jointly with other persons or in common with other 
person or a statutory body, determines the purpose for 
and the manner in which persona/ data is processed or 
to be processed. (p.18) 

On when a Data Controller will be held liable for breach of data 

privacy of a data subject

The 1st Respondent did not deny the Applicant’s case 
by providing any evidence to show that the obligations 
set out above as a data controller were complied with. 
The Applicant furnished the Court with Exh.3–6 which 
are photographs of the MSME Survival Fund Program 
online portal and in them I see that neither of the 
obligations required of the 1st Respondent by the NDPR 
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were complied with. The 1st Respondent beyond saying 
generally in Paragraph 9 and 10 of the counter affidavit 
that the portal was set up and being used with all security 
measures and statutory provisions regarding the privacy 
of data being collected, and that the operation of the 
survival fund were transparent and available to members 
of the public, it did not provide any details to demonstrate 
or prove compliance with the privacy protecting and 
securing measures outlined in the Regulations. 

All things considered, I hold that the failure of the 
Respondents, from taking measures towards protecting 
the data privacy of the citizens, taking into account the 
vital information required from the data subject such as 
the Bank Verification Number, names and addresses, 
poses a threat to the Applicant’s members right to private 
and family life owing to the fact that the objectives of the 
NDPR as provided in Regulation 1.1 is to safeguard the 
rights of natural persons to data privacy. (p.20)

COMMENTARY

This decision represents another watershed in the history of data 
protection in Nigeria in the sense that, the court pronounced that threat 
to data privacy of citizen amounts to breach of fundamental right to 
private and family life. 

It is the first decision where the Nigerian court would rule on the 
importance of publication of a privacy policy and its impact on data 
protection and privacy rights. The court categorically held that the 
non–publication of the privacy policy among other things, violated 
the provision of the NDPR and interfered with the right to privacy 
guaranteed under section 37 CFRN.
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INCORPORATED TRUSTEES OF DIGITAL RIGHTS LAWYERS 

INITIATIVE V. NATIONAL COMMUNICATIONS COMMISSION22

FACTS

In 2019, the National Communications Commission (NCC) introduced 
a (draft) Internet Industry Code of Practice which empowers the NCC 
to unilaterally issue a takedown order to Internet Service Providers (ISP) 
to shutdown certain websites without recourse to court order.

DRLI consequently challenged the document in court seeking the 
following reliefs:

1.	 A declaration that by section 7.3 of the Respondent’s establishment 
of Internet Industry Code of Practice on take down notice (the 
“Draft Code”) is likely to violate the Applicant’s fundamental 
right to expression and the press guaranteed under Section 39 
of the Constitution of the Federal Republic of Nigeria, 1999 (as 
amended) (the “Constitution”).

2.	 A declaration that the Respondent’s plans to unilaterally issue 
takedown notice to any Internet Access Service providers 
(IASP) without Court orders is likely to violate the Applicant’s 
fundamental rights to expression and the press guaranteed under 
Section 39 of the Constitution of the Federal Republic of Nigeria, 
1999 (as amended) (the “Constitution”).

3.	 Perpetual injunction restraining the Respondent, its officers and/
or representatives from issuing takedown notices to Internet 
Services Providers (ISPS) without a Court order.

22 Suit No. FHC/ABJ/CS/56/2019. Delivered by the Federal High Court, Abuja Division, on Tuesday, 
the 30th day of June 2020 per Hon. Justice N. E. Maha. Olivia Audu, Esq., for the Applicant, Amaitem 
Ita Etuk, Esq., for the Respondent.
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In response, the NCC filed a Notice of Preliminary Objection challenging 
the jurisdiction of the Court on the grounds of lack of locus standi, non–
disclosure of cause of action, irregular procedure, the main relief sought 
is not cognizable under fundamental rights enforcement procedure and 
non–fulfilment of condition precedent.

DECISION 

Although the Court agreed that DRLI possessed the requisite locus standi 
to commence this suit, the court however dismissed the suit for being 
speculative, frivolous and an abuse of court process as the Applicant is 
challenging a draft Code which has neither been gazetted nor passed 
into law, as such, has no force of law at the time of filing the suit. 

COMMENTARY

Although the court struck out the suit, the holding that the Applicant 
has the locus standi to bring this action is in line with existing judicial 
authorities and is therefore commendable. However, the decision of 
the Court declining jurisdicition on the ground that the document is 
a draft Code, which had not come into force at the time as same has 
neither been gazetted nor passed into law, is with respect to the court, 
an interesting and curious one. 

In arriving at that conclusion, the Court failed to consider the provision 
of section 46(1) of the Constitution that: “Any person who alleges that 
any of the provisions of this Chapter has been, is being or likely to be 

contravened in any State in relation to him may apply to a High Court 
in that State for redress.” (Emphasis supplied) A similar provision is 
contained in Order 2 Rule 1 of the FREP Rules and has been restated 
in a plethora of judicial decisions. 

With respect to the court, the position of our laws is that, where a person 
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anticipates that his fundamental right may be interefered with, the 
person can approach the court for redress and the court can come to the 
person’s aid and make the necessary orders. Had the court considered 
this position of law, it would have arrived at a different decision.

Moreover, a legislative instrument may still have the force of law even 
where same has not been gazetted and regulatory agencies can issue 
codes by way of subsidiary legislations and the codes will be binding 
and enforceable within the relevant industry without being formally 
enacted by the National Assembly. This position is supported by the 
decision of the Court of Appeal in the case of Deaconess Felicia 

Ogundipe v. The Minister of Federal Capital Territory (2014) 
LPELR–22771 (CA). 

Given the foregoing, the decision of the court in this case that the draft 
Code has neither been gazetted or enacted into law, and as such cannot 
be a ground for a fundamental rights action, with respect to the court, 
falls short of established legal principles and creates a bad precedent 
for fundamental right actions.

INCORPORATED TRUSTEES OF DIGITAL RIGHTS LAWYERS 

INITIATIVE & 2 OTHERS V. NATIONAL IDENTITY 

MANAGEMENT COMMISSION23

FACTS

Sometime in February 2020, Mr. Atayero (the 2nd Applicant) approached 
the National Identity Management Commission (NIMC) for the 
rectification of his date of birth on his National Identification Number 
(NIN) slip. To grant the 2nd Applicant’s request, NIMC demanded the 
sum of N15, 000 (Fifteen thousand Naira) as provided by its policy on 

23 Suit No. AB/83/2020. Hon. Justice A.A. Akinyemi delivered on the …… Olumide Babalola for the 
Applicants and A. K Isola–Osobu for the Respondent 
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management of citizens’ identity.

The Applicant consequently approached the High Court sitting in 
Abeokuta, Ogun State challenging the demand for money before 
rectification of his personal data as a violation of their right to privacy 
guaranteed by section 37 of the Constitution of the Federal Republic of 
Nigeria, 1999 and Article 3.1 (1) (7) (h) of the Nigeria Data Protection 
Regulation 2019. The court was invited to resolve the following questions: 

1.	 Whether or not by construction of section 37 of the constitution 
of the Federal Republic, 1999 (as amended), the Respondent’s 
act of demanding for payment for rectification/correction of 
personal data is likely to interfere with the Applicant’s right to 
private and family life?

2.	 Whether or not by the provisions of article 3.1(1)(7)(h) of the 
Nigeria Data Protection Regulation, 2019 (NDPR), the Applicant 
can request for rectification/correction of personal data from the 
Respondent free of charge?

The Court in delivering its judgment per Hon. Justice A.A Akinyemi 
without delving into the main issue struck out this suit while upholding 
the objections of the Defendant.

DECISION

Although the court dismissed the suit on three grounds without delving 
into the main suit, nonetheless a part of the judgment made some far–
reaching resolution of issues bordering on right to privacy and data 
protection in Nigeria as follows:

On the relationship between privacy and data protection, the 
trial court found that: 
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“The kernel of both the provision of section 37 of the constitution and 
these illuminating decisions is, to my mind, that privacy if a citizen 
of Nigeria shall not be violated. From these decisions, privacy to my 
mind can be said to mean the right to be free from public attention or 
the right not to have others intrude into one’s private space uninvited or 
without one’s approval. It means to be able to stay away or apart from 
others without observation or intrusion. It also includes the protection 
of personal information from others. This right to privacy is not limited 
to his home but extends to anything that is private and personal to his 
including communication and personal data.’ (page 8)

COMMENTARY

Thankfully, the Court in its resolution at page 8 of its judgment identified 
that the right to personal data is part of the right to privacy as enshrined 
under section 37 of the Constitution of the Federal Republic of Nigeria 
1999 (as amended). Shockingly, the same court went further to say that 
the demand for payment of N15, 000 for correction of the date of birth 
of the 2nd Applicant has absolutely nothing to do with his privacy. 
(see page 12).

The court arrived at this decision without attempting to look at the 
provisions of article 3.1 (8) of the NDPR which gives data subjects the 
right to obtain from a Controller without undue delay the rectification 
of inaccurate personal data concerning him or her. The court also failed 
to consider that the objective of the NDPR is to safeguard the right to 
privacy as captured under section 37 of the constitution.

The conflicting position of the trial court on this issue can only lead to 
further confusion unless and until the Supreme Court takes a position 
on the right to data protection as an extension of the right to privacy.
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Digital Rights Lawyers Initiative v National Youth Service Corps24 

FACTS

Sometime in 2020, the Respondent coerced Corps members especially 
the most recent corps members i.e. Batch B Stream 1, to sign Data 
Subject Consent Forms on the eve of their passing out as a precondition 
for their final discharge in Oyo State and other states of the Federation. 
The personal data collected from the Corp members were subsequently 
published in magazines which bear the names, phone numbers, image 
photographs and other personal information of the Corp members.

DRLI consequently challenged the act as a violation of the certain 
provisions of the NDPR and section 37 of the Constitution which 
guarantees right to privacy. The court was invited to resolve the following 
questions: 

a.	 Whether or not by the interpretation of Section 37 of the 
Constitution of the Federal Republic of Nigeria 1999 (as 
amended) and articles 1.1 (a), 2.1 (a) 2.2 & 2.3 of the Nigeria 
Data Protection Regulation 2019, the Respondent’s processing 
of NYSC Corp members personal data in an End of the Year 
Service Magazine/Photo Album without their freely given consent 
constitute a violation of the Corp members’ right to privacy?

b.	 Whether or not by the interpretation of article 1.3 (iii) of the 
Nigeria Data Protection Regulation 2019, the Respondent’s 
“Data Subject Consent Statement” attached as a condition for 
Discharge Certificate qualifies as freely–given consent?

24 Suit No. AB/207/2020. Judgment delivered by the High Court of Ogun State, Abeokuta Division per 
Hon. Justice A. O. Onafowokan on the 28th January, 2021. Olumide Babalola Esq. for the Aplicant and 
O.V. Iweze Esq. for the Respondent.
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After hearing the parties, the court dismissed the suit but made some 
pronouncement on issues bordering on privacy and data protection.

DECISION 

Although the court dismissed the suit, the trial court made a slight 
pronouncement on a novel area of data protection in Nigeria especially 
on data subject’s consent as follows:

On locus standi to strategically litigate data protection, the court 
observed

“It pertinent to state that paragraph 3(e) of the Preamble 
to the Fundamental Rights (Enforcement Procedure) 
Rules 2009, read as follows;

 “The Court shall encourage and welcome public interest 
litigations in the human rights field and no human rights 
case may be dismissed or struck out for want of locus 
standi. In particular, human rights activists, advocates, or 
groups as well as any non–governmental organizations, 
may institute human rights application on behalf of 
any potential applicant. In human rights litigation, the 
applicant may include any of the following:
(i) Anyone acting in his own interest;
(ii) Anyone acting on behalf of another person;
(iii)Anyone acting as a member of, or in the interest of 
a group or class of persons;
(iv)Anyone acting in the public interest, and
(v) Association acting in the interest of its members or 
other individuals or groups”

Predicated on the above, the Applicant has instituted this suit on behalf 
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of 2019 Batch C Corp members of the Respondent”. (Pages 16–17)

On nexus between Nigeria Data Protection Regulation 2019 and 

right to privacy under the constitution: 

“Section 37 of the Constitution of the Federal Republic of Nigeria 1999 
(as amended) provides:

“The privacy of citizens, their homes, correspondence, 
telephone conversations and telegraphic communications 
is hereby guaranteed and protected”.

There is no gain to say that Fundamental rights are constitutionally 
guaranteed and protected with a specific provision preserving same as 
specified in the Constitution, which provides that, in case of a breach 
of that right, the person aggrieved can approach the High Court for 
redress. See Section 46(1) of the Constitution of the Federal Republic 
of Nigeria 1999 (as amended). However, it must be said that these 
fundamental rights entrenched in Chapter IV (Four) of the Constitution 
are not always absolute in so far as they co–exist with other validly made 
laws” (e.g. Nigeria Data Protection Regulation 2019)” (pages 17–18).

On whether Section 20 of the National Youth Service Corp 

Act divest the court to entertain an action for enforcement of 

fundamental rights of a Corp member:

“It apt to settle the preliminary issue of jurisdiction raised 
by learned counsel of the Respondent in his submission 
in opposition to this suit. In the case of UBA v Johnson 
(2018) LPELR–45073 (CA) the Court of Appeal held 
as follows:

“Following from all that has been said above, and as it 
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is glaring that it is not the intendment of the FREP Rules 
that the enforcement by a person of his fundamental 
right is to be subjected to the fulfilment of any condition 
precedent whatsoever, once the proceeding is initiated 
by a process accepted by the trial Court, it becomes 
obvious that Appellant issue 5 must be and is hereby 
resolved against them”.

In that wise I hold that section 20 of the National Youth Service Corp 
Act, Cap N84, LFN, 2004 cannot divest this court of the jurisdiction to 
entertain this suit. (page 18–19)

On when a Controller may be held to have properly obtained 

Data subjects’ consent under the NDPR

“A look at Exhibit 2 not only reveals a consent form, 
but it also contains leeway for the 2019 Batch B Stream 
1 Corp members to waive their consent at any time, by 
use of DATA SUBJECT WITHDRAWAL FORM…
(page 20)…

In the instance of this case, I hold squarely that the 
Exhibit 2 is not an infringement of Applicant fundamental 
rights encapsulated in Section 37 of the Constitution of 
the Federal Republic of Nigeria 1999 (as amended), and 
the Exhibit 2 have not exposed at all that the applicant 
were railroaded into a straitjacket all for the sake of their 
graduation/passing out certificate”. (page 21)

“Pointedly I find that Exhibit 2 annexed to the Originating 
Summons have fully complied with the Nigeria Data 
Protection Regulation 2019. And crucial to set out is 
Article 2.3 (2) (c) to wit:–“Prior to giving consent, the 
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Data subject shall be informed of his right and method 
to withdraw his consent at any given time. However, the 
withdrawal shall not affect the lawfulness of processing 
based on the consent before its withdrawal”. (page 22)

COMMENTARY

This decision represents another milestone development in the history 
of data protection in Nigeria. Although, the court dismissed the suit, its 
resolution on how a data controller can satisfy the provision of the NDPR 
with respect to data subjects consent. While the suit also confirms DRLI’s 
locus standi to strategically litigate digital rights under the FREP Rules, 
it is ultimately hoped that it will serve as a caution to the government 
agencies and other private institutions that processe citizens’ personal 
information without consent or other lawful basis as required by law.

INCORPORATED TRUSTEES OF DIGITS RIGHTS AND LAWS 

INITIATIVE V HABEEB OLASUNKANMI RASAKI25

FACTS

This suit was filed by DRLI on behalf Mr. Leslie Aihevba against 
the Respondent who has printed various Whatsapp conversations of 
the former over a period of time. Due to the sensitive nature of the 
conversations, DRLI approached the court to estop the Respondent 
from further processing (especially sharing and use) of the Whatsapp 
messages.

DRLI submitted the following questions for determination:

a.	 Whether or not by the interpretation and construction of 

25 Suit No. AB/207/2020. Judgment delivered by the High Court of Ogun State, Abeokuta Division per 
Hon. Justice A. O. Onafowokan on the 28th January, 2021. Olumide Babalola Esq. for the Aplicant and 
O.V. Iweze Esq. for the Respondent
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paragraph 3(e)(v) of the Preamble to the Fundamental Rights 
Enforcement Procedure Rules and Section 46 of the Constitution 
1999 (as amended) and article 4.8 of the NDPR the Applicant 
has locus standi to commence action for and on behalf of Mr. 
Leslie Aihevba.

b.	 Whether or not by the construction of article 1.1(a) of the 
Nigerian Data Protection Regulation 2019 and section 37 of 
the Constitution (as amended) data protection is guaranteed 
under right to private and family life. 

c.	 Whether or not the applicant is entitled to the reliefs sought. 

The Respondent filed a counter affidavit and written address in opposition, 
contending inter alia, that the primary relief sought by the Applicant was 
not cognizable under the Fundamental Rights Enforcement Procedure 
Rules and the court resolved the suit on this sole issue alone. 

DECISION

The court dismissed the action after making a preliminary finding that 
the applicant’s major reliefs are not enforceable under an action for the 
enforcement of fundamental rights.

On the nature of Fundamental Rights Enforcement Procedure 

Actions

“The Fundamental Rights Enforcement Rules may be 
activated by any person who alleges that any of the 
Fundamental Rights provided for in the constitution 
or African Charter of Human and Peoples Rights 
(Ratification and Enforcement) Act and to which he is 
entitled, has been, is being, or is likely to be infringed, 
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such a person may apply to the court in the state where 
the infringement occurs or is likely to occur; for redress. 
In effect, by section 46(1) of the 1999 constitution, a 
person whose fundamental right is breached, is being 
breached or about to be breached may apply to a High 
Court in that state for redress.” 

On nature of Principal relief in a claim for the enforcement of 

fundamental rights

“It is settled in a plethora of cases that when an application 
is brought under the Fundamental Rights (Enforcement 
Procedure) Rules, a condition precedent to the exercise 
of the jurisdiction of the court is that the enforcement of 
fundamental rights or the securing of the enforcement 
of same must be the main claim as well as the ancillary 
claim. Where the main claim or principal claim is not the 
enforcement or securing the enforcement of fundamental 
right, the jurisdiction of the court cannot be properly 
exercised and the action will be incompetent.”

On Whether action for the interpretation of the Nigeria 

Data Protection Regulation qualifies as a fundamental rights 

enforcement action

“I have closely examined the two reliefs being claimed 
and I cannot agree more with the respondent’s counsel 
that the principal relief is not for the enforcement 
of the fundamental right, rather, as exemplified and 
amplified by the two questions posed by the applicant 
for determination, it is about the interpretation and 
construction of article 1.1(a) and 4.8 of the Nigeria Data 
Protection Regulation (NDPR) 2019 and the locus of 
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the applicant to enforce the supposed right to privacy 
of an individual. As a consequence, the claim is not 
cognizable under the Fundamental Rights (Enforcement 
Procedure) Rule 2009 and the court has no jurisdiction 
to entertain it.”

COMMENTARY

This judgment was delivered in January 2021, 6 years after the Court 
of Appeal conclusively affirmed the status of the right to privacy as a 
fundamental right in Nwali v EBSIEC & Ors. (2014). The court, with 
greatest respect, did not direct its mind to the earlier jurisprudence of the 
Court of Appeal, or properly appreciate the succinct issues submitted 
for determination and thus missed a glorious opportunity to expand 
data protection jurisprudence. 

At any rate, the ratio of the court herein does not represent the correct 
position of the law on the status of the NDPR as an instrument that 
enforces the right to privacy as a fundamental right. The later decision 
of the Court of Appeal in Incorporated Trustees of Digital Rights 

Lawyers Initiative & Ors v NIMC (2021) LPELR–55623(CA) 

represents the current position of the law wherein the court recognized 
data protection under the NDPR rights as an extension of the right to 
privacy guaranteed by section 37 of the Constitution. 
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Incorporated Trustees of Digital Rights Lawyers Initiative v. 

Unity Bank Plc26 

FACTS

DRLI instituted this action for the benefit of job Applicants whose 
personal data were exposed by Unity Bank on their job portal in 2020 
claiming a number of reliefs for the alleged data breach pursuant to 
relevant provisions of the NDPR.

The Respondent filed an objection to the suit on the ground of lack 
of locus standi and failure to fulfill necessary condition precedent for 
initiating the suit under the NDPR. The court consequently dismissed 
the suit on the preliminary objection.

DECISION 

On whether a suit brought pursuant to the NDPR can be filed 

under fundamental rights enforcement procedure

“It is clear therefore that applicant/respondent must 
allege that any of his rights contained in chapter four was/
were contravened or infringed upon, is being infringed 
or is likely to be contravened. Therefore, before any 
action can be brought under the Fundamental Rights 
Enforcement Rules, 2009, they must primarily be reliefs 
that alleged breached of a fundamental right.” (page 17).

“Without delving into the merit of the substantive suit of 
whether section 37 of the 1999 Constitution can apply, 

26 Unreported Judgement of the Federal High Court of Nigeria, Abeokuta Judicial Division, Coram 
Hon. Justice Ibrahim Watila delivered on 9 December 2020 in Suit No. FHC/AB/CS/85/2020. Olumide 
Babalola, Esq. for the Applicant. The Applicant instituted the action on behalf of data subjects whose 
personal data were exposed by Unity Bank Plc, the Respondent.
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assuming without saying that it can apply, all these facts 
simply show that the enforcement of human right is 
not the principal relief but ancillary relief in this instant 
application.” (page 19).

“I have carefully perused the facts of this case and the 
reliefs sought in respect thereof. It is clear to me that 
the principal or main claim of the applicant relates to 
the purported exposure of personal data of 53,000 by 
the respondent in line with the Nigeria Data Protection 
Regulation 2019. I hereby hold that this instant application 
is not proper to be brought under Fundamental Rights 
action.” (pages 20 and 21).

On DRLI’s locus standi to institute the action on behalf of the 

53,000 data subjects:

“However, my concern is that the applicant has not 
shown sufficient interest to show that he is not just a 
meddlesome interloper. If and truly, 53,000 personal 
data of persons were breached, how come none of the 
said data subject is before the court? assuming but not 
saying that the instant action is breach of fundamental 
rights of such huge number of persons as in this case, how 
come there is no complaint or evidence of the existence 
of such persons before the court.

Moreso, does the act of the purported exposure of data 
comes within the purview of public interest litigation as 
envisaged by section 46(1) of the 1999 Constitution and 
the Fundamental Right Enforcement Procedure Rules? 
From the facts and the evidence before the court, I do not 
think so. It is also notable that the applicant is basing this 



PRIVACY AND DATA PROTECTION 81

instant application on section 37 of the 1999 constitution 
as well as section several provisions of the Nigeria Data 
Protection Regulation 2019. However, it should be said 
that fundamental right actions are sui generis and in a 
class on its own.” (page 23).

On whether the Administrative Redress Tribunal is a condition 

precedent to the filing of cases under the NDPR

“Regulation 4.2 of the NDPR provides thus–

“(1)Without prejudice to the right of a Data Subject to 
seek redress in a court of competent jurisdiction, the 
Agency shall set up an Administrative Redress Panel 
under the following terms of reference;

(2) Investigation of allegations of any breach of the 
provisions of this Regulation;

(3) Invitation of any party to respond to allegations made 
against it within seven days;

(4) Issuance of Administrative orders to protect the 
subject–matter of the allegation pending the outcome 
of investigation; 

(5) Conclusion of investigation and determination of 
appropriate redress within twenty–eight (28) working 
days; and

(6) Any breach of this Regulation shall be construed as 
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a breach of the provisions of the National Information 
Technology Development Agency (NITDA) Act of 
2007.” (page 24)

“The provision of the above Nigeria Data Protection 
Regulation 2019 is clear as to how to proceed against a 
breach, it is not a mere irregularity that can be dispensed 
with. The arguments of the applicant as to statute of 
limitation are misconceived and irrelevant. Since the 
applicant/respondent has failed to comply with the 
provision of section 4.1(8) of the NDPR, this court is 
divest of jurisdiction to adjudge this matter. I so hold.” 
(page 25).

COMMENTARY

In this case, the court’s decision on the relationship of data protection 
and right to privacy was one of the conflicting decisions on nature of the 
concept of data protection before the decision of the Court of Appeal 
on the issue in Incorporated Trustees of Digital Rights Lawyers Initiative 
& Ors v National Identity Management Commission27 which resolved 
the conflict by holding that data protection right falls within the scope 
of the right to privacy and family life under section 37 of the CFRN. 
Earlier, in Incorporated Trustees of Digital Rights Lawyers Initiative v. 
L.T. Solutions & Multimedia Limited28, the Ogun State High Court coram 

Ogunfowora, J., had also held that the right to privacy under section 37 
of the CFRN includes data protection under the NDPR. 

The decision of the court on the lack of locus standi on the part of the 
Applicant is rather curious, especially so because the court recognized 
and reproduced the provision of section 3(e) of the preamble to the FREP 

27 [2021] LPELR–55623(CA).
28 Suit No. AB/83/2020 (unreported).
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Rules which encourages courts to welcome public interest litigations 
and not to dismiss or strike out public interest actions on the ground 
of lack of locus standi. The said paragraph 3(e) of the preamble to the 
FREP Rules provides for classes of applicants in human rights litigation 
which are (i) anyone acting in his own interest, (ii) anyone acting on 
behalf of another person, (iii) anyone acting as a member of, or in the 
interest of a group or class of persons, (iv) anyone acting in the public 
interest, and (v) association acting in the interest of its members or other 
individuals or groups. 

The court on one hand, held that “From the foregoing it is obvious that 
the applicant can have the locus standi to bring this action under (iv) 
and (v) but on the other hand, the same court surprisingly concluded 
that: “… the applicant has not shown sufficient interest to show that he 
is not just a meddlesome interloper.” 

With respect to the court, it is my respectful opinion that, the erstwhile 
rigid concept of “sufficient interest” or “interest” which underlines 
the traditional concept of locus standi is what paragraph 3(e) of the 
preamble to the FREP Rules seeks to downplay, otherwise the provision 
of paragraph 3(e)(iv) and (v) of the preamble to the FREP Rules will 
hardly ever be enforceable. 

More astonishing are the reasons the court relied on. First, that none 
of the 53,000 data subjects whose rights were violated was before the 
court, and second, that the act of purported exposure of data did not 
come within the purview of public interest litigation envisaged in section 
46(1) of the CFRN. Contrariwise, in Centre for Oil Pollution Watch 

v. NNPC29 the Supreme Court recognized that: 

“One of the features of this type of litigation is that the victims are often 
groups of persons who would not ordinarily be in a position to approach 

29 [2018] LPELR–50830(SC), 98–112, paras F–F.
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the court on their own due to impecuniosity or lack of awareness of 
their rights.” 

It is therefore surprising that the court expected that some of the 53,000 
persons whose rights were allegedly infringed, ought to be before the 
court. The court’s second reason that data privacy breach litigation 
does not fall under an action in section 46(1) of the CFRN to bring it 
within public interest litigation under the FREP has been addressed 
and overtaken by the Court of Appeal’s decision in Incorporated 

Trustees of Digital Rights Lawyers Initiative & Ors v National 

Identity Management Commission (supra) wherein the court clarified 
the NDPR vis a vis right to privacy.

On condition precedent to enforcing a right under the NDPR in court, 
I am of the respectful view that, the court was wrong in concluding 
that the Applicant ought to have reported the alleged breach to the 
Administrative Redress Panel before instituting the action in action. The 
court’s decision is not supported by the express wording of regulation 
4.2 (1) of the NDPR which provides that: “Without prejudice to the right 
of data subject to seek redress in a court of competence jurisdiction, the 
agency shall set up an Administrative Redress Panel under the following 
terms of reference…”

The court was wrong in holding that this provision constitutes a condition 
precedent for instituting an action to enforce any of the rights under the 
NDPR, for at least three reasons. First, the regulation employs the phrase 
“without prejudiceand in Acmel (Nig.) Ltd v. F.B.N. Plc30, the Court 
of Appeal held that the words “without prejudice” means without loss 
of any right, in a way that does not harm or cancel the legal rights or 
privileges of a party. This shows that, the provision of article 4.2 of the 
NDPR is not intended to cancel out the right of a party to seek redress 
before a court until any mechanism is exhausted.

30 [2014] 6 NWLR (Pt. 1402) 158 at 180, paras C–D.
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Second, the provision indeed does not provide for a data subject to report 
any alleged breach to the Administrative Redress Panel, the provision 
simply empowers the National Information Technology Development 
Agency (“NITDA”) to set up an Administrative Redress Panel and 
provides for what the roles of the Administrative Redress Panel would 
be. It is therefore amazing how the court interpreted a section which 
empowers the NITDA to establish an Administrative Redress Panel, 
as a condition precedent for enforcing any right under the NDPR. The 
provision does not say anything a data subject is to do before instituting 
an action to enforce his rights under the NDPR.

Third, the position of the law is that for a statute to place a condition 
precedent to the right of access to court as enshrined in section 6(6)
(b) of the CFRN, the statute must be constitutional, legal, and express. 
In Unilorin & Anor v. Oluwadare31 the Court of Appeal held that: 

“Finally on this point, we must remember that section 6(6)(b) of the 
Constitution of the Federal Republic of Nigeria, 1999, guarantees 
uninhibited right to every person to go to court seeking a determination 
of any question as to his civil rights and/or obligations. It is my view that 
for any condition precedent to the exercise of that constitutional right to 
be effective it must be constitutionally, legally, and expressly provided.” 

From the foregoing, I am of the respectful view that article 4.2 of the 
NDPR was not intended to be a condition precedent to the enforcement 
of any right under the NDPR. Conversely, if it was so intended, then it 
fails the test of expressivity set out in the decision in Unilorin & Anor 
v. Oluwadare (supra). 

31 [2002] LPELR–7179(CA), 23–25, paras E–A.
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INCORPORATED TRUSTEES OF LAWS AND RIGHTS 

AWARENESS INITIATIVE V. NATIONAL IDENTITY 

MANAGEMENT COMMISSION32

FACTS

In 2020, the National Identity Management Commission rolled out digital 
identity cards on Google store and an official of the Federal Government 
of Nigeria went on social media advising people to download their 
national identity cards (digital IDs) on the software application.

Within 24 hours of the announcement, many Nigerians complained 
about the porous security features of the digital IDs and data breaches 
that led to some people being given other citizens’ information on their 
digital IDs.

DRLI consequently approached the court principally seeking “A 
declaration that the Respondent’s processing of the digital identity 
cards via their software application (NIMC app) is likely to interfere 
with Daniel John’s right of privacy as guaranteed under article 1.1(a) of 
the NDPR 2019 and Section 37 of the Constitution” among other reliefs.

DECISION 

On a whether an action can be brought on behalf of a data 

subject for breach of the NDPR

“Having read and digested the above provisions, I am 
of the opinion that the Applicant cannot choose and 
pick which statute is favourable to him while neglecting 

32 Suit No.: FHC/AB/79/2020. Delivered by the Federal High Court, Abeokuta Division, on Wednesday 
9th day of December 2020 per Ibrahim Watila, J. Olumide Babalola for the Applicant, Adedotun Isola–
Osobu, Esq. for the Respondent.
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salient part of the statute. By regulation 4.2(6): Any 
breach of this Regulation shall be construed as a breach 
of the provisions of the National Information Technology 
Development Agency (NITDA) Act of 2007.

This provision takes it out of the purview of fundamental 
right action, therefore only a data subject can legally sue 
for breach of his data and that can only be done under 
the Nigeria Data Protection Regulation/NITDA Act, 
2007” (see page 16)

COMMENTARY

With respect to the court, this decision represents another unfortunate 
step to defeat a valid complaint made to the Court regarding data breach 
and redress. While it is conceded that the Court’s decision is based on 
a number of binding judicial decisions (which are not necessarily apt), 
it is submitted that the jurisprudence in fundamental rights actions 
ought to depart from situations where such applications are defeated 
on technical grounds, such as locus standi (with or without the presence 
of the complainant whose right has been infringed) to ensuring that 
decisions in fundamental right matters meet the substantial justice of 
the case. The latter is the intendment of the FREP Rules 2009. 

As such, a community reading of the overriding objectives of the Rules 
contained in paragraph 3 (a) of the preamble will show that the intention 
is to advance and realise but not to restrict the rights contained in 
Chapter IV of the Constitution of the Federal Republic of Nigeria, the 
provisions of the African Charter on Human and People’s Rights and 
other municipal, regional and international bills of rights.

The above view is supported by the dictum of Nweze, JSC in Kalu v. 

STATE [2017] 14 NWLR (Pt. 1586) 522, 544–545 where His Lordship 
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stated that issues around fundamental rights should not be subjected 
to the austerity of tabulated legalism. In fundamental rights cases, it is 
enough that an applicant’s complaint is understood and deserves to be 
entertained. 

Thus, the way the court is approached (including the couching reliefs) 
ought not to defeat such matters. See Federal Republic of Nigeria 

v. Ifegwu [2003] 15 NWLR (Pt. 842) 113, per Uwaifo, JSC (as he 
then was). Conclusively, one would have expected that even if the 
Court was of the view that a breach of NDPR is only actionable as a 
breach of the NITDA Act of 2007, the Respondent’s action would have 
been examined in the light of section 37 of the Constitution, since the 
Applicant brought the suit under both the NDPR and the Constitution. 

Suit No. IKD/3191GCM/2019. Judgment delivered by the High Court 
of Lagos State, Ikorodu Division Per Jon. Justice I. O. Akinkugbe on 
the 24th October, 2021. 

See Olumide Babalola, Casebook on data protection (Noetico Repertum, 
Lagos, Nigeria) 490

HILLARY OGOM NWADEI V GOOGLE LIMITED LIABILITY 

COMPANY & ANOR33

FACTS

The Applicant, a Priest and Lawyer was charged to the Lancashire Court 
o England for assault in 2015 and thereafter convicted and sentenced 
to 8 months jail term which ended that same 2015. 

During and after Mr. Nwandei’s trial, convinction and jail term, many 

33 Suit No. IKD/3191GCM/2019. Judgment delivered by the High Court of Lagos State, Ikorodu Divi-
sion Per Jon. Justice I. O. Akinkugbe on the 24th October, 2021. 
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bloggers and news outlets reported the news and thoses reports were 
frequently accessed on Google search engine. The availability of these 
news on Google’s platform prevented Mr. Nwandei from gaining 
employment after he left his last job in the United Kingdom.

The Applicant consequently instituted an action at the High Court of 
Lagos State claiming, inter alia, that having completed his 8 months jail 
term in England, he was therefore entitled to the unfettered enjoyment 
of his constitutional rights to privacy and the dignity of his human 
person. He also alleged that the Respondents have threatened his 
rights to privacy and the dignity of his human person by making the 
information of his arrest, subsequent trial and conviction available to 
the whole world on social media four years after the completion of his 
sentence, and also injunctive orders to restrain the Respondents from 
further making available on their platforms the information relating to 
his arrest and conviction. In other words, Mr Nwadei sought to enforce 
his data protection right to be forgotten.

The 1st Respondent challenged the Applicant’s action, by a counter–
affidavit and written address, wherein they responded that they (Google) 
did not publish any information about the Applicant and had no control 
over any information posted about the Applicant, and could therefore 
not edit any information posted by third parties. The 1st Respondent 
further contended that the information about the Applicant’s arrest and 
conviction already formed part of the public record in England and 
the Applicant could therefore not expect to have a right of privacy in 
respect of such information and that any publication of same does not 
violate his rights to human dignity. 

DECISION 

The Court found that the Applicant had placed insufficient evidence 
before it to support his claims, and therefore dismissed the application. 
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On the need for Applicant to adduce sufficient evidence to 

prove claim:

“It is not sufficient evidence I hold, for the applicant 
to just state that his fights have been violated, there 
must be cogent evidence placed before the court to 
support the reliefs being sought. The evidence being 
relied upon to support the facts in the supporting affidavit 
are clearly Exhibits A, B, and C, especially Exhibit A, 
the alleged offending article circulating on the internet 
allegedly made available to the world at large by the 1st 
respondents search Engine, has to be paced before the 
court to enable the court to reach a just determination. 
This was not done.”
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On importance of Further Affidavit in proving claims

“The applicant by not refuting the 1st respondent’s 
facts stated in the counter affidavit that they were not 
responsible for the information posted about his arrest 
and arraignment by a further affidavit, being a search 
engine has not shown how the 1st respondent has 
wronged him I hold by violating the fundamental rights 
allegedly violated. It is the law that a person cannot sue 
someone who has done him no wrong. SEE REBOLD 
INDUSTRIES LIMITED V MAGREOLA & ORS (2015) 
LPELR–24612 (SC) and it is settled law that facts not 
denied are deemed admitted.” 

COMMENTARY

This case presented a very rare opportunity for the Court to examine the 
data protection “right to be forgotten”, but the failure of the Applicant’s 
counsel to diligently place proper evidence before the court and to 
respond to the counter depositions of the respondent robbed the court 
of the opportunity to explore the concept at all. 

Curiously, inspite of the fact that the suit was filed in 2019, none of 
the reliefs claimed referenced the Nigeria Data Protection Regulation 
(NDPR) under which the right to be forgotten can be conveniently 
invoked invoked. Although the second relief references ‘right to private 
life’, the Applicant did not satisfactorily relate it to right to be forgotten 
and that may explain the court’s disposition as well.

Admittedly, Mr. Nwandei’s reliefs, on the surface but impliedly speaks 
to the right to be forgotten, the originating processes did not explore the 
dynamics of the right in any material respect. Suprisinly, notwithstanding 
Google’s admission that it could well de–reference such damaging stories, 
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the Applicant failed to address how his case could be accommodated 
under the broad categories of persons who can enforce the European–
styled right to be forgotten as first introduced in the famous decision of 
Google Spain v AEPD case.34

INCORPORATED TRUSTEES OF DIGITAL RIGHT LAWYERS 

INITIATIVE V NIGERIAN INTERBANK SETTLEMENT SYSTEM 

AND ORS (FHC/KD/CS/2020)

In compliance with the Central Bank of Nigeria’s directive to deposit 
money banks and other financial institutions to establish modalities for 
providing access to customers’ Bank Verification Numbers, amongst 
other issues, the Nigerian Inter Bank Settlement System, the primary 
vehicle through which the directive was to be implemented, established 
a database for customers’ BVN and modalities for accessing same in 
violation of the Nigerian Data Protection Regulation 2019–the law that 
regulates privacy and data protection issues in Nigeria.

When the failure was discovered, the Digital Right Lawyers Initiative–a 
foremost Digital Rights advocacy group in Nigeria, instituted an action 
at the Federal High Court on behalf of its members and the public who 
were likely to be affected by the failure to comply with the law.

In a judgment delivered on the 10th December, 2021, the Federal High 
Court dismissed the suit for want of jurisdiction. This review assesses 
the reasoning behind the court’s decision and provides an analysis on 
why a different path ought to have been taken by the court.

SUMMARY OF FACTS OF THE CASE

The Incorporated Trustees of the Digital Right Lawyers Initiative, 
instituted an action to protect the rights of its members from the 

34 See Olumide Babalola, Casebook on data protection (Noetico Repertum, Lagos, Nigeria) 490.
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anticipated breach of the right of its members to privacy and exposure 
of Nigerians’ data to unwanted access as a result of the Respondents’ 
failure to comply with Data Protection laws. In response, the Respondents 
challenged the jurisdiction of the Applicants to maintain the action. They 
contended among other issues that the Applicant lacked the locus to 
maintain the suit and does not have the authority to sue, the suit did not 
disclose a reasonable cause of action and the Applicant failed to comply 
with condition precedent by not filing a pre–action notice. The Applicant 
in response, contended that actions to enforce the fundamental rights of 
individuals or groups do not require the establishment of locus standi 
and compliance with pre–action protocols. They also contended that 
their locus to institute the action is inherent in the fact that the suit was 
a public interest litigation where locus is not required to be established. 
The Applicant also contended that since it maintains a nation–wide 
membership, it did not matter that the suit was not instituted where its 
registered office is located and more so, the breach could occur in any 
part of the country.

THE COURT’S DECISION

In determining the objection raised against the competence of the suit, 
the court, after defining what amounts to locus, held thus 

“… a closer perusal at (sic) the oral submission of the 2nd 
Respondent counsel, it was submitted that the applicant 
is only in court or(sic) a voyage of discovery as the said 
regulation which the applicant relied on vehemently 
has not come into effect and there is nothing before the 
honourable court to challenge that fact. The applicant 
did not state the said regulation that the 1st and 2nd 
Respondents have violated nor did he attach same… it 
is pertinent to state that the Preliminary objection of the 
Respondents success (sic) as the applicant has no locus 
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standi within which to stand and institute the action..”

With the above pronouncement, the court dismissed the suit.

COMMENTARY

In taking the above decision, the court applied the law wrongly to the 
case before it. First, as clearly demonstrated in the Applicants’ case, 
the suit was instituted to prevent an anticipated breach of the rights of 
Nigerians to data privacy. There need not have been an actual violation 
of the rights of members of the NGO or Nigerians before the right to 
institute an action for redress accrues. The law is trite and embedded 
in the grundnorm that a person who anticipates the violation of his 
constitutionally guaranteed right can institute an action to protect same. 
This was the unmistakable decision of the Appellate Court in FRN 

AND ORS V ABACHA AND ORS35.

It follows that a breach does not have to occur before the right to institute 
a fundamental right action accrues. This is where the court erred in 
my view. Again, the court seemed to have confused Cause of Action 
with Locus: two terms with different meanings under the law. While the 
former indicates that a person must have a set of facts or circumstances 
that give the right to sue namely: the existence of a legal right and the 
violation or expected violation of same, the latter means that one must 
have the right or “standing” in law to sue. The court, in the case under 
review seemed to have held that the applicants did not disclose the 
existence of a legal right which would be wrong in the circumstance 
for as explicated above, an applicant seeking the enforcement of his 
fundamental right does not need to wait till the right is violated. In the 
extant case, the Applicants had demonstrated that the Respondents 
were involved in the making of a regulation that exposed the data of 
Nigerians to violation. The Applicant as a public interest litigation did 

35 (2014) LPELR 22355 CA.
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not need to demonstrate any particular interest in the matter before 
taking action. 

The court also hinged its decision on the ground that the Nigerian 
Data Protection Regulation, 2019 which the Applicant complained, was 
violated was not attached to the Affidavit in support of the Application. 
In its view, the failure to so do indicated that the Applicant did not 
show how a violation of the law had occurred. This is in my view a 
rather befuddling position to take. The law is crystalized in a galaxy 
of decisions that statutes are not meant to be attached as Exhibits or 
tendered in court for the court is said to take judicial notice of statutory 
texts. By the clear wording of section 122 (2) of the Evidence Act36, the 
court is expected to take judicial notice of ‘all laws or enactment and 
any subsidiary legislation made under them having the force of law….”

It follows that the refusal to attach the regulation ought not to have been 
a ground to decline jurisdiction as the court has done. It is my humble 
but firmly held view that unless the position taken by the court in this 
case is corrected on appeal, it may set a dangerous precedent and 
spell a rather steeper path in the already uphill task that public interest 
litigation in Nigeria faces.

36 Evidence Act, Law of the Federation, CAP E11 2011.
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S
ince the unprecedented incursion of technology into every aspect of human 

endeavours, the exercise, enjoyment and interference with human and other 

legal rights have also taken on another dimension. Legal rights have now 

migrated to the Internet and other digital platforms, hence the appreciation of the 

concept of 'digital rights'. This work is a lucid compilation of some major decisions on 

digital rights by the Nigerian courts. It is a practitioners' review of the various decisions 

along the line of their facts, judicial reasoning and the contributors' comments on the 

propriety or otherwise of the decisions. 

It is cheering to note that some of the decisions reviewed in this work have not only set 

favourable precedents in digital rights but have also given commendable interpretations 

of extant legislation by our courts.  This compilation is hoped to be a valuable resource 

to all critical stakeholders with a view to engendering robust understanding and effective 

protection of digital rights in every form of existence. Its objective therefore extends 

beyond deepening basic understanding of digital rights in Nigeria but also constituting a 

valuable resource in adjudication, scholarship, policy-making and legislation on digital 

rights.  The compilation, which is the first of its kind on digital rights in Nigeria, is hereby 

recommended for the use of lawyers, judges, law teachers, students, legislators, policy 

makers and indeed everyone. 
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